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1 Executive Summary 

Context 

As outlined to us by the Post Office Limited ("POL") litigation team, " POL is responding to allegations from Sub-
postmasters that the "Horizon"IT system used to record transactions in POL branches is defective andthat the 
processes associated with it are inadequate (e.g. that it maybe the source and/or cause of branch losses). POL is 
committed to ensuring and demonstrating that the current Horizon system is robust and operates with integrity, 
within an appropriate control framework. " 

POL is confident that Horizon and its associated control activities deliver a robust processing envirmment through 
three mechanisms: POL have designed features directly into Horizon to exert control; POL operates IT 
management over Horizon; and POL have implemented controls into and around the business processes making 
use of Horizon. Collectively these three approaches of inherent systems design, ongoing systems management 
and business process control are designed to deliver a Horizon processing environment which operates vuth 
integrity. 

Since its implementation in branches, POL has commissioned or has received a number of pieces of work relating 
to the Horizon processing environment, to provide comfort over its integrity. This work, referred to in our report as 
the "Assurance Work", provides documented assertiors relating to aspects of the design and operation of the 
Horizon processing environment. The Assurance Workincludes IT project documents; operational policies and 
procedures; internal and external investigations and reviews; independent audits; and emails confirming otherwise 
verbal assertions. 

Deloitte has been appointed to: 
consider whether this Assurance Work appropriately covers key risks relating to the integrity of the 
processing environment, 

• to extract from the Assurance Work an initial schedule of the Horizon Features', 
• to raise suggestions for potential improvements in the assurance provision. 

1 "Horizon Features" is a term we have introduced b represent those features of the Horizon processing environment, including IT management 

and business use controls, which provide that: 

• movements in Branch ledgers have the full ownershp and visibility of sub-postmasters; and 

• audit trails kept by the system are complete and acurate. 

Summary of Approach 

We have structured our work around the 
key control assertions shown in the 
diagram (right), which has been agreed 
with POL. We consider these to be key 
matters that POL should control in order to 
gain comfort over the integrity of 
processing. 

We have considered POL's three design 
approaches when evaluating the 
Assurance Work. 

Key assertions requiring assurance, to underpin confidence In processing integrity 

That dm system was Silo,  p.posa . ,at That assertions on 
05s diagram a,e 

2010 I
----...~ — _---- _--- ---

tne ro0e.es TWI suppomrq IT 

Today That trnsrrceo,s kern M Cat .n 
I processes ate — 

cortOokd. 
rccptded coeaata ly. attaNb and n dme ua.M 

Q T—...beW 
TM d.ec ly P aed 

an vlane am 

1» AOa Stan M. 
aaM . .n autram 

aemcn 
trra.tawn 

TWl.dan—t- 
r.po1w komlW 1 i 

o e ̂ pert A~ 
n y.an) 

Asgit smn taWn 

&.noa Datacase 

4 

Ceatera AOO, Santa. 

Ta108N ere 01— 
~ OBAaccaas 

ham. eat r1w6TW 

® 

ar.aar $emus nor 
AWt sMre

Tha

eM.. 

data posted horn 
ome, systems and teams 

tom b 

t,s, 

a acc ceptor 
byy stb sub posl.masWs. 

.OM.a.LLP2014 

DRAFT FINDINGS SUBJECT TO CHANGE 
STRICTLY PRIVATE AND CONFIDENTIAL. SUBJECT TO LEGAL PRIVILEGE. 



POL00222758 
POL00222758 

A key element of the approach was to identify the Horizon Features. POL did not have an existing document that 
could be described as representing the Horizon Features in a demonstrably complete way, therefore we have 
drawn out an initial view of the Horizon Features from the underlying documentation and considered Assurance 
Work relating to them (Appendix 2) for the purposes of this review. 

As communicated to us by management, we have also considered the following 5 key control objectives during our 
activities to identify Horizon Features: 

Horizon only allows complete baskets of transactionsto be processed; 
Baskets being communicated between Branch and Data Centre are not subject to tampering before being 
copied to the Audit Store; 
Baskets of transactions recorded to the Audit Store are complete and 'digitally sealed', to protect their 
integrity and make it evident if they have been tampered with; 
Horizon's Audit Store maintains and reports from a complete and unchanged record of all sealed baskets; 
and 
Horizon provides visibility to Sub-postmasters of all centrally generated transactions processed to their 
Branch ledgers. 

These key control objectives are an important subset ofthe overall set of key control assertions highlighted in the 
diagram above. 

We have grouped the Assurance Work provided to us irto three areas, corresponding to POL's three mechanisms 
of exerting control over the processing environment, as follows: 

• System Baseline Assurance Work: This aims to provide comfort that the original Horizon implementation 
and other changes performed under formal projects were well governed (compared to Deloitte project 
management methodologies) and that detailed testing was performed against agreed business 
requirements. Such activity would verify that the system was, at that point in time, fit for purpose and 
implemented as intended. This assessment considers the point when the system and processes are 
created. 

• IT Provision Assurance Work: This aims to provide comfort that the IT management activities required to 
run the Horizon system with integrity are designed and operating effectively. Such activity verifies that key 
day-to-day IT management activities (e.g. security, IT operations and system changes) are appropriately 
governed and controlled. 

• System Usage Assurance Work: This assurance aims to provide comfort that the controls in and around 
the business processes which make use of the Horizon system are appropriately designed, in place and 
operating as intended. 

Our work has been performed as a desktop review of documentation made available and has neither tested the 
quality, completeness or accuracy of the Assurance Work provided to us or tested any controls relating to the 
Horizon processing environment. 

Summary of Observations 

Substantial Horizon-related system documentation exists, comparable to that typically seen in organisations of a 
similar scale where IT activities are outsourced and formal assurance activities are not mandated. Some 
organisations are externally mandated to have a greater level of end-to-end, risk orientated documentation and 
testing, e.g. in financial services. POL is not so mandated. 

Based on our review of the available documentation, our key observations are 

• The extensive Horizon system documentation is structured from a technical rather than a risk and controls 
perspective and provides an understanding of the Horzon Features. POL should conduct a formal 
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assessment to identify a complete set of Horizon Features that respond to POL's control objectives. 

• The integrity of the Audit Store is designed to be preserved by a system of "digital seals" and "digital 
signatures". This feature underpins the ability to ccnfirm the completeness and accuracy of data kept in the 
Audit Store, and that of subsequent reports generaied from the Audit Store. These digital seals and digital 
signatures are both key components in the Horizon Features which are both validated during the extraction 
process from the Audit Store. 

POL is relying on the Horizon Features being implemented and operating as described. Whilst our review 
focussed on the design of the Horizon Features, the Assurance Work we have assessed does not 
completely test these features for implementation and operating effectiveness. Only those Horizon 
Features relating to IT Provision have been validaled and tested by independent third parties. In addition, 
during the course of our engagement, one of the Horeon Features has been discovered by POL to not be 
implemented as expected. 

• Business use (process) documentation is not complete orup to date, by some years in cases. As part of 
completing or updating the documentation of Horizon Features, all relevant business uses should be 
identified and evaluated from a control objectives perspective to identify potential additional matters being 
relied upon. 

• Pre 2010 Baseline Assurance Work could not be provided by POL. This Assurance Work is required to 
evaluate the comfort that the system was originally built and tested to specific business requirements. The 
implementation in 2010 of HNG-X is asserted by POL to have not significantly impacted the design of the 
Horizon Features. 

• Governing controls over key, day-to-day IT management activities have been independently tested and 
opined by Ernst and Young (since 2012) to a recognised assurance standard (ISAE3402). 

• A number of third party systems are used by Horizon on a day-to-day operational basis. Documentation 
asserts that these interactions do not impact on the Horizon Features. 

Scope Limitations 

Our work has been subject to the following exclusions: 

• Only matters relating to the Horizon Features within the Horizon processing environment have been 
considered during our review; 

• We have not provided a legal or any other opinion as to the completeness and accuracy of processing of 
Horizon at any point throughout the work; 

• We have not had direct contact with any third parties other than named contacts that you have provided to 
us (Appendix 3); 

• We have not verified or tested any information provided directly by you, or directly or indirectly by third 
parties (the schedule of information received is in Appendix 3); 

• We have not reviewed any contractual provisions in place between you and third parties; 

• Our work was limited by significant gaps existing in the information available, relating to both the granularity 
of information and the existence of the Horizon Features over the entire timeline of operation of Horizon. 
The effect of which is that there are in gaps within what we are able to comment upon over this timeline. 
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Our findings below are written in the context of the information available, which relates to the current 
system; 

• An event occurred in 2010 which required the use of the exceptional Balancing Transaction process in 
Horizon to correct a Sub-postmasters position from a technical issue. Information has not been provided on 
the circumstances that lead to this system issue and how the issue was identified. It is assumed that verbal 
assertions received from Fujitsu that this was the only time this process has been used hold true; 

• We have not tested any of the Horizon Features; and 

• We have not validated or commented on the quality of the Assurance Work supplied to us. 

Our work was also based on the following assumptions: 

• The documents provided are a complete and accurate representation of the Horizon design. We therefore 
cannot comment as to whether the Horizon Features described below are complete nor whether other 
processes or mechanisms exist which would need consideration in the context of the Matters. 

• All changes made after the initial implementation have been properly approved, tested and validated as not 
undermining the Horizon Features i.e. that the system's controls have retained their integrity throughout 
and thus the controls identified within the documentation have been consistent over the system's lifetime. 

• The assertions received relating to the major upgrade of Horizon in 2010 not materially changing the 
design of the Horizon Features hold true. 

• The cryptographic keys underpinning the digital signatues in Horizon have not been compromised. 

• The mechanisms for issuing cryptographic keys for signirg baskets is secure and authenticates requests to 
prevent unauthorised provision of keys. 

• Fraud or collusion to undermine or work around the Horizon Features has not occurred, in particular within 
database administrator and security teams in Fujitsu. 

• Assertions made by POL and Fujitsu staff have been accepted as accurate without corroboration or 
verification. 
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2 Introduction 

Introduction 

The Horizon system has been used by POL since 1995. During this time it has processed many millions of 
transactions across thousands of branches. Horizon is accredited by Payment Card Industry Data Security 
Standard (PCI DSS) and IS027001. It is currently used by more than 68,000 users across 11,500 POL branches 
and is administered by Fujitsu as part of a managed service agreement. It is a key operational system for POL and 
integrity of processing on the system is crucial to the day-to-day operations of the business. 

POL is responding to allegations that the Horizon processing environment, used to record transactions in POL 
branches, is defective and/or that the processes associated with it are inadequate. 

In order to respond better to the allegations (which have been, and will in all likelihood continue to be, advanced in 
the Courts), POL management want to demonstrate that the Horizon processing environment is robust and 
operates with integrity, within an appropriate contrd framework. 

In particular, management at POL has highlighted two key statements they would like to assess their comfort over 
in response to the allegations, being: 

1. That Sub-postmasters have full ownership and visibility of all records in their Branch ledger; and 
2. That the Branch ledger records are kept by the systemwith integrity and full audit trail. 

These statements have then been further sub-divided into the following statements: 

Horizon only allows complete baskets of transactionsto be processed; 
Baskets being communicated between Branch and Data Centre are not subject to tampering before being 
copied to the Audit Store; 
Baskets of transactions recorded to the Audit Store are complete and 'digitally sealed', to protect their 
integrity and make it evident if they have been tampered with; 
Horizon's Audit Store maintains and reports from a complete and unchanged record of all sealed baskets; 
and 
Horizon provides visibility to Sub-postmasters ofall centrally generated transactions processed to their 
Branch ledgers. 

POL management have previously either been provided with or commissioned work (including independent 
assurance reviews) into matters relating to Horizon's operating environment and processing integrity. Documents 
outlined in Appendix 3 have been provided to us and considered as part of the planning and delivery of our review. 

Objectives and Activities Undertaken 

The purpose of this report is to provide, based upon the information made available to us by you, an independently 
produced summary of the Assurance Work undertaken overyour current day Horizon processing environment and 
make recommendations on further work that could be done to enhance these assurance sources. 

The work we have performed to produce this report has included: 

• Obtaining an understanding of the Allegations; POLs key risks in and internal controls over the Horizon 
processing environment relevant to the integrity of processing; the measures in place to record and 
preserve the integrity of system audit trails and other background matters that we may deem necessary to 
complete our review; 

DRAFT FINDINGS SUBJECT TO CHANGE WITHOUT PRIOR NOTIFICATION. 
STRICTLY PRIVATE AND CONFIDENTIAL. SUBJECT TO LEGAL PRIVILEGE. 



POL00222758 
POL00222758 

• Obtaining an understanding of the key differences between the current Horizon processing environment, 
and the system which this replaced (here-to referred b as the "Legacy System"); 

• Reviewing, understanding and consolidating the Assurance Work (e.g.: investigations, assurance activities 
and remediation actions) which POL or third parties have undertaken; 

• Holding discussions with relevant members of POL staff and other key stakeholders; 

• Reviewing project documentation relating to the 2010 implementation of Horizon, in order to compare the 
nature and extent of project governance and documentaton with Deloitte's good practice project 
management methodology; 

• Preparing an initial schedule of Horizon Features and assessing the level of comfort over these, provided 
by POL's Assurance Work (including the use of a specialitt to assess the design of the Audit Store's 
tamper proof mechanisms); and 

• Recommend further activities that management could undertake to improve the assurance provision. 

Scope limitations and assumptions are outlined in the Executive Summary above. 

Understanding of Historical Issues and Concerns 

As an initial step, in building the requisite understanding required of the historical context leading tothis review, we 
have reviewed the documentation provided by POL in order to understand the history of issues and concerns Which 
have been raised in relation to the system. 

From the documents provided, we have identified the following matters which have helped to provide us with a high 
level understanding of the nature and extent of the potential concerns with the Horizon processing environment, 
and thus focus our work in certain higher risk areas: 

Branch 14 Issue - Involved a processing error where historic accounting entries in the 2010/11 financial year were 
replicated in accounts for 2011/12 and 2012/13. 

Branch 62 Issue - Involved a Receipts and Payments mismatch in Horizon when discrepancies were moved into 
the local suspense account (this is an account which aggregates all discrepancies into a single gain or loss for a 
branch trading period). 

Falkirk Issue - The Falkirk Anomaly occurred when cash or stock was transferred between stock units. 

Spot Review Bible — This outlines a sequence of matters raised during the work performed by Second Sight over 
the allegations raised over the Horizon system, and summary commentary on 10 issues within. 

Lepton Detailed Spot Review Information (included within Spot Check Bible) — Detailed documentation has 
also been provided in relation to Spot Review 1. The issue raised was that a Sub-postmaster will not be notified 
about automatic reversals of transactions when not corrected to the data centre. 

Reflecting on the nature and substance of these issues, and documentation relating to their follow-up and 
resolution, we have understood the importance of the audit trail to provide evidence relating to disparities between 
Sub-postmaster accounts of events and subsequent investigations, based on audit trail evidence, by POL/Fujitsu. 

As a result of the above understanding, our work relating to IT Provision and System Usage Assurance Work paid 
particular (but not exclusive) focus on Information System Operations (IT environment processing), and business 
processes controlling relevant key data flows (the key data flow for our assessment being that of the complete and 
accurate transmission of data from the Counter systemat the Branch to the Branch Database and subsequently 
into the Audit Store). 
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3 Approach 

In the absence of POL's own holistic risk assessment relating to the Horizon processing environment, key to our 
assessment of sources of assurance has been the formulation of an initial "risk universe", against which coverage 
of the associated risks by the relevant sources of assurance can be assessed ("mapped"). 

We have considered this risk universe across three key seas: 

1. Control objectives and risks relating to the 'System Baseline'. 
2. Control objectives and risks relating to 'IT Provision'. 
3. Control objectives and risks relating to 'System Usage'. 

Risks relating to the System Baseline — these are risks that the original implementation project and other 

changes performed under formal projects were not conducted in line with good project management practices, and 
that detailed testing was not performed against agreed business requirements. These risks are governedand 
controlled outside of day-to-day system operating procedures. Controls which mitigate these risks are often 
referred to as "Project Controls" and "Inherent System Controls" (those designed and built into the IT system). 

Risks relating to IT Provision — these are risks that the underlying IT activities, necessary to provide a system 
that can run and be used with integrity, are not designed and operating effectively. Such risks relate to key day-to-
day IT management activities, relating to security, IT operations and system changes. Controls which mitigate 
these risks are often referred to as "General Compular Controls". Our work focussed on assurance provided over 
Fujitsu's activities in these areas. 

Risks over System Usage — these are risks that key features of Horizon and corresponding business use 

activities (processes), aiming to prevent or detect matters that would impact the integrity of processing, are not 
designed, in place or operating as intended. These are the more detailed risks in relation to particular aspects of 
capturing and processing transactions across the Horizon processing environment. Controls which mitigate these 
risks are often referred to as "End User Controls", "Application Embedded Controls" and "Process Control'. Our 
work focussed on the internal dataflows within Horizon(Counter to Branch Database to Audit Store for example) 
and we also considered the relevance of interfaces witi other systems such as the DVLA. 

In the context of these three areas of risk we have performed knowledge gathering activities in order to understand 
the Horizon processing environment in sufficient detail to identify specific risk areas and those Horizon Features 
identified to exert control over these risks. 

1. Approach to Understanding of System Baseline Risks 

In considering Baseline risks we have considered pastiterations and changes to the Horizon IT system, including: 

• Any that lead to changes to the Audit Store; 
• The Horizon Implementation Programme in 2010-2011; 
• The Data Strategy Foundation project in 2012 and 2013 (which updated the dataflows into Horizon from 

certain third party transactional systems, including 'Post and Go', and 'Paystation +'); and 
• The original Horizon platform delivered in 1995. 
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2. Approach to Understanding of IT Provision Risks 

Our understanding of IT Provision risks has been formulated through our understanding of the system via 
documentation review and verbal discussion with supporting POL and Fujitsu SMEs. Due to the nature of the 
System Provisioning risk areas, the formulation of this understanding has been mainly through interview with 
Fujitsu and POL security team members. 

3. Approach to Understanding of System Usage Risks 

Our understanding of System Usage risks has again been formulated through documentation review and verbal 
discussion with supporting SME's to identify additional support areas. Due to the nature of the System Usage risk 
areas, the formulation of this understanding has been mainly through interview with Fujitsu, POL Finance Shared 
Services and POL Security team members. 

4. Approach to Consideration of the Horizon Features 

In the formulation of our risk universes across the three areas highlighted in 1 — 3 above we have considered the 5 
key matters relevant to the Horizon Features as instructed by management: 

Horizon only allows complete baskets of transactions to be processed; 
Baskets being communicated between Branch and Data Centre are not subject to tampering before being 
copied to the Audit Store; 
Baskets of transactions recorded to the Audit Store are complete and 'digitally sealed', to protect their 
integrity and make it evident if they have been tampered with; 
Horizon's Audit Store maintains and reports from a complete and unchanged record of all sealed baskets; 
and 
Horizon provides visibility to Sub-postmasters of all centrally generated transactions processed to their 
Branch ledgers. 

5. Combining the Above 

Following our assessment across these four areas, thediagram below (see overleaf) describes the key risks 
identified within the Horizon processing environment. We have number coded the risks in the below with (1) 
corresponding to Baseline Risks, (2) corresponding to IT Provision Risks, and (3) corresponding to System Usage 
Risks. 

This diagram thus represents the framework of key risks that need to be controlled by Horizon Features and 
appropriately assured in order to provide the comfort required by POL management. 
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Key assertions requiring assurance, to underpin confidence in processing integrity 

'hat the system was fit for purpose and That assertions on 
worked as intended when first out in. this diagram are 

2010 A impacted the design features 
processes are well 

Today That transactions from the Counter are controlled. 
recorded completely, accurately and on a 

time basis. 

That the Audit Store i 
1, That directly posted complete and accurate c That information m Balancing Transactions° record of Branch Ledge reported from the O~ are visible and approved. transactions. Audit Store retains 

on inal inte ri . 

Overnight
Jlr -0777nig-ht 

Branch Database 

• 
That data posted from 

other systems and teams LCre
is visible to and accepted 

by sub post-masters. 

LEGALLY PRIVILEGED AND CONFIDENTIAL 

Aud Adhoc
Store 

(7 years) 

Centera Audit Server 

That DBAs or others 
granted DBA access 

have not modified 
ranch Database nor 
Audit Store data. 

© Deloitte LLP 2014 

It can be observed that the majority of the risks identified are System Usage risks, which is expected based on the 
complexity of the IT processing landscape and the diversity and volume of transactions being handled. 
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Sources of Assurance Work relating to the Horizon Processing Environment 

The diagram below summarises key examples of the Assurance Work reviewed and referred to as part of our 
assessment. 

END TO END Horizon PROCESSING ENVIRONMENT 

When considering the sources of assurance over IT Provision Risks, System Usage Risks and System Baseline 
Risks, a number of parties have been (and continue tobe), involved in performing work over the Horizon 
processing environment which contributes to the overall assurance management has over the correct operation cf 
the system. 

Assurance Work from the following organisations, in addition to information provided from POL, have been 
identified and considered in our work: 

• Fujitsu, who designed, built and now operate Horizon; 

• Bureau Veritas, who perform IS027001 certification over Fujitsu's networks, including that of Horizon; 

• Information Risk Management (IRM) who accredit Horizon to PCI DSS; 
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• Ernst & Young, who produce an ISAE3402 service audibr report over the Horizon processing environment; 
and 

• Internal audit, who perform risk based reviews within POL. 

In considering the Assurance Work provided to us by management during the course of this engagement we have 
considered whether they constitute assurance provided under an assurance engagement, as defined by IFAC, or 
are sources of information that provide comfort in other ways. For the purposes of clarifying the Assurance Work, 
we have assigned each document received to one of two classifications, defined as follows: 

"Assurance" —The Assurance Work has been provided under an assuranceengagement by an independent third 
party, suitably qualified in the subject matter constituting the focus of the engagement to provide a valid opinion. 
Sources of such assurance include: 

• Internal Audit functions; 
• External Audit; and 
• Other third party reviews, not involved in the original design nor day-to-day operation of the system 

containing (a) a formal opinion, such as those performed in line with recognised standards, such as 
ISAE3402 or (b) no formal opinion (i.e. a report based on evidence and facts without interpretation). 

"Other Sources of Comfort"— The Assurance Work is either not produced by an independent party or by an 
individual who is suitably qualified in assurance engagements, or both. Other sources of comfort include: 

• IT Project Documentation; 
• Operational Documentation, such as policies, procedures and process / system information produced by 

functional teams; 
• Reviews or investigations performed by outsourcers (e.g. deep dives, diagnostics, spot reviews); 
• Business peer group review teams and functions; and 
• 'Second line' compliance teams. 

In Appendix 3 we have documented all the Assurance Wcrk we received and added our classification of those 
sources by these two categories. 

Summary of Work Performed 

Based upon the concepts outlined above we have performed the desktop based work below (further detail of which 
is outlined in our Engagement Letter shown in Appendix 4). We have not performed any testing to validate the 
information provided to us as part of our work. 

Step 1: Analysis and Review 

• Activity 1. Documentation Review - We have reviewed a number of documents produced by se' eral 
different organisations in order to understand key matters relating to the Horizon system and the 
Assurance Work available. 

• Activity 2. Risk Universe Formulation -We have then, in the absence of a holistic risk assessment being 
performed by POL and thus for the purposes of our assessment, created a risk universe based on our 
experience of information processing systems encompasshg the three primary risk areas previously 
identified IT Provision, System Usage and Baseline Risks. The five key matters for consideration outlined 
by management were also considered during this process 

• Activity 3. Review of Assurance Work — The available documentation was reviewed in order to 
understand the Assurance Work available to POL, against each of the three identified risk areas. 
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Step 2: Gap Analysis and Assessment 

Based on the analysis in Step 1 we have produced: 

• Activity 4. System Provisioning Assurance Assessments and Gap Analysis - Considering key 
potential gaps or areas of ambiguity in the available assurance sources when considering the System 
Provisioning risk universe. 

Activity 5. System Usage and Baseline Assurance Assessments and Gap Analysis —Assessing the 
documentation relating to System Usage Risks and then performed deep dives into the following areas of 
specific risk: 

o Horizon interfaces (including DVLA); 
o Branch Database; 
o Audit Store; 
o Horizon Implementation Project; 
o Audit Store Changes; and 
o Data Strategy Foundation project. 

• Activity 6. Peer Comparison to Assurance Available to Similar Organisations — We have assessed 
the Assurance Work available to similar organisations over System Provisioning Risks (the area of risk 
where a benchmark is most valid due to the level of information available from POL) and assessed 
therefore whether POL has comparable levels of assurance. 

Step 3: Reporting 

The analysis and interpretation in Step 2 has allowed us to formulate: 

• Activity 7. Produce an Assurance Schedule over Horizon Features, and Recommendations — 
Mapping control assertions, Horizon Features and Assurance Work and reporting on the level of comfort 
that we have assessed in each of these areas. Identification of the key considerations for management 
arising from our analysis and plan of action to respond to these recommendations. 

A more detailed description of these activities performed follows. 

Activity 1: Documentation Review 

All of the documentation reviewed during the course of our review has been documented within Appendix 3.This 
documentation can be divided into the following classifications: 

• Technical documentation on the Operation of the Horizon System — Reviewed in order to gain a deeper 
understanding on how the Horizon system works, how comoex it is, and where we should be focusing 
further efforts and analysis; 

• Independent Third Party Assurance documentation — Ths documentation has been reviewed in order to 
understand the existing assurance sources relevant tothe environment; 

• Documentation of Historical Issues and Allegations n relation to the Horizon System — This documentation 
has been reviewed in order to understand the background context and better position the IT Provision, 
System Usage and Baseline System risk work performed ova the environment; and 

• Service Provider Analysis and Response to Issues — This documentation has been reviewed to gain an 
understanding of the work performed by Fujitsu in investigating the issues raised, and how these will be 
responded to. 
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A number of individuals from POL have been interviewed during the course of formulating this report to supplement 
our understanding from the provided documentation. 

Activity 2: Risk Universe Formulation 

System Baseline Risk Universe 

The original implementation of Horizon in 1995, together with subsequent changes (whether routine via change 
management processes, or large complex change programmes such as the Horizon system implementation in 
2010-11), represent events affecting Baseline System Risk. 

To assess these risks we have understood the historyof the Horizon system and selected three areas for more 
detailed investigation including: 

• Horizon Implementation; 
• Data Strategy Foundation project; and 
• A sample of changes to the Audit Store (subsequentto determining that this key risk area for the system 

had been left largely untouched by the key implementation events highlighted in the previous two bullets). 

For each of these change areas we have assessed the Assurance Work from a governance and control 
perspective, and POL ability to take comfort that the Horizon system was fit for purpose at the time of the change 
and operated in line with management intentions (through business requirements definitions and projecttesting 
against these). 

IT Provision Risk Universe 

This risk universe was formulated from our prior experience of auditing and assuring information systems and 
involved the identification of high level risks across three core areas: 

• Information Security; 
• Information System Operations; and 
• Change Management. 

Once the IT Provisioning risk universe had been formulated a mapping of control objectives within the Assurance 
Work was performed in order to assess coverage. 

The three sources of assurance included within this mapping were: 

ISAE3402 report on the Horizon managed service; 
PCI DSS compliance report on Horizon; and 
IS027001 Statement of Applicability. 

System Usage Risk Universe 

As POL has not conducted a holistic assessment of risk in this area, a full understanding and assessment of 
assurance over the System Usage risk environment was nd available for our review. 

Instead we focussed our assessment on two key areas of rsk: those relating to the completeness and accuracy of 
the Audit Store, the Branch Database and key system interfaces with a significant third party, such as the DVLA. 
We sought to understand the Assurance Work that has been done against each of these areas. 

This involved: 

• Enquiry with relevant SMEs; 
• Review of documentation; 
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• Formulation of a risk universe in these specific areas; and 
• Understanding of existing assurance work over controlswhich mitigate these risks. 

Horizon Features 

Across each of the three risk universes we identified features within the processing environment that exert control 
and provide that: 

Horizon only allows complete baskets of transactionsto be processed; 
Baskets being communicated between Branch and Data Centre are not subject to tampering before being 
copied to the Audit Store; 
Baskets of transactions recorded to the Audit Store are complete and 'digitally sealed', to protect their 
integrity and make it evident if they have been tampered with; 
Horizon's Audit Store maintains and reports from a complete and unchanged record of all sealed baskets; 
and 
Horizon provides visibility to Sub-postmasters of all centrally generated transactions processed to their 
Branch ledgers. 

We refer to these identified features as the "Horizon Features" and identification of these features in response to 
the matters for consideration listed above was a core component of our work. 

Activity 3: Review of Assurance Work 

With the background context of the three risk universes outlined within the previous section, we reviewed the 
available Assurance Work in order to assess the coverage and nature of the comfort provided by the work. 

The documentation reviewed during this stage has been listed within Appendix 3, as are the names of individuals 
consulted in relation to our work. 

Activity 4: System Provision Assurance Assessments and Gap Analysis 

Once the System Provisioning risk universes had been formulated a mapping of control objectives within each of 
the main assurance sources was performed in order toassess coverage. The three sources of assurance included 
within this mapping were: 

• ISAE3402 report on the Horizon managed service; 
• PCI DSS compliance report on Horizon; and 
• IS027001 Statement of Applicability. 

The results of this mapping exercise are summarised within Section 5 and reproduced, in detail, within Appendix 1 

In parallel to this assurance exercise we have also summarised key matters relating to each assurance source. 
This involved considering the context and focus of the relevant Assurance Work and comparing these to the 
context and focus that would be required for coverage of the key risks (this was in recognition of the risk that some 
of the documents could be used or applied out of content from their original purpose). 

Activity 5: System Usage and Baseline Assurance Assessments and Gap Analysis 

Following our understanding of the system and historical issues the following areas were singled out as relevant for 
deeper analysis, and this approach was agreed with PCL management: 

1. Audit Store — The audit store has been used frequently in investigations by POL / Fujitsu and is used as 
supporting evidence during legal proceedings. Therefore its integrity is paramount to responding to these 
issues. However the audit store cannot be relied on in isolation, as its integrity is dependent upon the 
correct processing of transactions by the wider Horizon system (upstream events if processed incorrectly 
will be recorded incorrectly by the audit store). 
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2. Horizon interfaces (including DVLA) — Horizon is reliant on a significant number of batch processes and 
online services (including interfaces with third partysystems) in order to function correctly. These routines 
need to be functioning correctly and accurately for the iransactions processed by the system and ultimately 
recorded in the audit trail to be reflective of the underlying commercial realities and business transacticns 
they pertain to represent. 

3. Branch Database — The Branch Database is a key `staging post' for data being transacted on counters 
within individual branches prior to transmission on girds to the Audit Store. As data from branches in held 
within the messaging journal table on this system for up to a day before being processed into the audit 
store the security controls and processes protecting this data whilst in temporary storage here are 
paramount. 

4. Horizon Implementation Project — This change represented the largest single change tothe Horizon 
system since implementation, and also the change implemented prior to adoption of the current major 
release of the system, and so was considered of particular relevance to our overall understanding of 
Baseline System risk. 

5. Audit Store Changes — Our understanding of the HNG-X Implementation Project quickly highlighted that 
this project had very little impact on the Audit Store itself. As a result we performed procedures to 
understand some of the changes which had been made tothe Audit Store following its original 
implementation. 

6. Data Strategy Foundation Project — We determined during the course of our work that this was another 
key implementation project in the recent history of the Horizon system of particular relevance to a sub-
group of the system interfaces on Horizon. This projectwas therefore also deemed key for our 
understanding of system Baseline risk. 

For each of the areas outlined in 1 — 6 above an assessment was made of the coverage and nature of the 
Assurance Work provided. 

For areas 1 - 3 (System Usage Risks) the functionalityof the particular area was further understood and key 
controls over the corresponding risks then sought. 

For areas 4 - 6 (System Baseline Risks) we adopted a different approach, whereby the typical good practise 
documentation requirements and project governance metlods as stipulated by `Prince 2' (amongst others) were 
utilised as a baseline, and the approach to each of the sampled change initiatives assessed from the available 
documentation. This work was conducted through a mixtureof verbal discussion and the receipt of supporting 
evidence where applicable. 

Activity 6: Peer Comparison to Assurance Available to Similar Organisations 

As part of our analysis we have also assessed whetherthe IT Provision assurance POL has obtained is 
proportionate to that provided to similar organisations. 

We have also considered the best practice approach outlned by the COSO framework, as published by The 
Committee of Sponsoring Organisations of the Treadway Commission, in formulating suggestions for potential 
areas of improvement in the risk, control and assurance activities of POL. 
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The COSO Cube: Presents a framework for best practice 
approaches to risk, controls and assurance activities. 

Activity 7: Produce an Assurance Schedule over Horizon Features and raise 
Recommendations and Plan of Action 

We have written up our assurance schedule, which mapsthe Assurance Work to specific controls relating the 
Horizon Processing Environment, and commented on the level of comfort that the Assurance Work provides in 
each area. 

Our report also contains recommendations for management together with a suggested plan of action for 
management consideration. 
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4 Understanding the Horizon Processing 
Environment 

Overview of the Processing Environment 

The Horizon IT system was designed specifically for POL, and therefore an understanding of its operations, 
processing environment and configuration was required in order to fully quantify the risks applicable to the IT 
components of the processing environment. 

Horizon has been the main operational system of POL since 1995 and: 
• Has a user base of 68,000 users; 
• Terminals within 11,500 branches; 
• Processes an average of 6 million transactions a day; and 
• Interfaces with over 20 third party systems. 

As highlighted in our 'Approach' section above, we hale categorised the risks posed on the system into three 
distinct areas (System Baseline Risk, IT Provision Risk and System Usage Risk), and the remainder of this section 
outlines our understanding of the IT system that underpins these. 

System Baseline Risk 

Horizon (HNG-X) Project 

The change to the HNG-X system in 2010 was governed using Royal Mail's "Harmony" project methodology (the 
governing project standard at the time). The project saw the phased implementation over 18 months of the HNG-X 
solution (also known as "Horizon On-Line"). Individual POL Branches were migrated from the Legacy System to the 
new HNG-X system, one by one. 

No historical data was migrated, although six months of data was maintained within the Legacy System. Our review 
of Assurance Work shows that a number of key controls were operated over the project, which was managed by 
Fujitsu on behalf of POL. These included: 

• POL signing off acceptance criteria; 
• A phased migration including a model office pilot; and 
• Branch by branch reconciliation between opening balances on the new system and closing balances on the 

legacy system. 

Wipro, an independent third party, were commissioned to provide a report on the performance testing strategy 
including gap analysis and recommendations, and Gartner provided an assessment of the overall system design 
and strategy. 

The benefits from the migration included the removal of transactional data being held at local branches levels and 
this data instead being stored centrally within the data centres. 

Data Strategy Foundation Project 

The project focused on moving the Accounts Payable file feed which was initially received into Credence via 
Transaction Integrator to processing via Fujitsu Horizon systems (i.e. not the Counter). The goal of the project was 
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to provide a longer term system solution which would provide complete reconciliation, resilience and disas'er 
recovery capabilities, as well as reduce the risk of client withdrawal. 

The POL strategic requirements to expand its offerings to other platforms beyond Horizon introduced the 
requirement for a data integrator function. Originally POL approached Fujitsu Services to supply this service as 
plans to incorporate an integrator service within the Horizon architecture were considered to represent a clean 
solution. However, Fujitsu Services were unable to respond within the desired timescales as it would have diverted 
their resources from key Horizon on-line delivery milestones. 

POL therefore investigated alternative options, finally selecting the use of IBM datastage as the Transaction 
Integrator. This was delivered as part of the POLMI project. Fujitsu Services then submitted a high level design 
proposal for the provision of a service for processing client transaction files which would provide end-to-aid data 
validation / reconciliation, with resilience and DR (the incumbent IBM datastage solution did not provide resilience, 
DR or end to end reconciliation, presenting a threatto relationships and future contracts). 

Assurance Work provided included: 

• Project overview document; 
• Business Case; 
• Weekly Project Meeting Committee Presentation; 
• Business Requirements; 
• Test Strategy; 
• Test Sign off; and 
• Test Report. 

Audit Store Changes 

In assessing change risks in relation to the Audit Store, documentation has asserted that the recent significant 
changes above did not result in significant changes tothe operation of the day-to-day Counter transaction flows or 
the operation of the Audit Store. 

To assess Baseline risk for the Audit Store the orignal implementation documentation for the Audit Store was 
requested. Due to the data retention policy this documentation could not be provided and so a review of Fujitsu 
provided documentation over subsequent changes over alarge period of the Audit Store's history was performed. 

In producing the diagram on page 9, we have considered the key System Baseline Risks in the context of two 
control assertions below, which became the overall focus of our work in this System Baseline area: 

• The Horizon Features were fit for purpose and worked as intended when first implemented; and 
• Major changes since implementation have not significantly impacted the Horizon Features. 

DRAFT FINDINGS SUBJECT TO CHANGE WITHOUT PRIOR NOTIFICATION. 
STRICTLY PRIVATE AND CONFIDENTIAL. SUBJECT TO LEGAL PRIVILEGE. 

20 



POL00222758 
POL00222758 

IT Provision Risk 

As part of our work, through review of documentation and discussions with subject matter experts in POL, we 
familiarised ourselves with the topology and operaions of the Horizon IT system. 

The systems documentation and understanding obtained (shown in summary in diagrams below) highlights the 
complexity of the Horizon IT system and the level of data being transacted via batch and real-time data flow. This 
volume and level of complexity in the data flows, including interactions with other systems, highlights the 
importance of effective IT Provisioning controls to the integrity of the processing environment. 
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The Horizon IT system is built in line with key principles that all data is held centrally within the data centre with the 
exception of some standing data which is held locally within the branch. This centralisation principle applies to all 
`completed transactional data (known as "baskets") and to the Audit Store. 

To support this principle the network architecture of Horizon is formulated on: 

• Data centre; 
• WAN Services (connecting datacentres, POL central sites, and Fujitsu sites); and 
• Branch Network. 
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The diagram below provided by Fujitsu shows the high level IT system infrastructure: 
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The IT system is hosted on Bladeform technology with systems software being provided by: 

• Windows 2003 Server (Enterprise and Standard, 32Bt and 64Bit); 
• Red Hat Enterprise Linux (Release 4, 32Bit and 64Bt); 
• Solaris 10 (Discrete platforms only); and 
• Windows XP, Windows 2000 and Microsoft NT operating systems for some legacy services. 

A number of internal and external interfaces are necessary for the reliable day-to-day processing of the IT systems, 
and hence the integrity of the Horizon Features which control these activities and interfaces; which is key tothe 
effective operation of the overall system. 

External interfaces include (not an exhaustive list): 

• DVLA; 
• Lottery; and 
• Bank Payment Channels (Vocalink, e-pay, Streamline). 

Internal Interfaces include (not an exhaustive list): 

• Paystation; 
• POL SAP 
• Pay and Go; and 
• ATMs 

A number of batch processes also run in facilitating the successful processing by the system. 
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Managing the processing of the real-time and batch processing environment is Tivoli Workflow Scheduler (TWS) 
which is used to execute, monitor and handle exceptions within the processing environment. TWS is managed and 
monitored by Fujitsu as part of the managed service contract between the two parties. 

In producing the diagram on page 9, we have considered the IT Provisioning risks in the context of the following 
assertion: 

• Supporting IT management processes are well controlbd. 

System Usage Risk 
Responsibility for the administration of the system rests with Fujitsu who provide change control, security 
management, system operations, and end-user support. 

Responsibility for the effective usage of the system, including complaint and effective business processes, remains 
the responsibility of POL. 

The user base of Horizon can be subdivided into two core areas: 

• Central Users — including Finance, and users at the Network Business Support Centre. 
• Branch Users — Sub-postmasters and their staff who are processing shop floor transactions. 

Outside of the POL user base, Fujitsu provide administration services, and hold service and super user account 
privileges within the system. 

Horizon supports the processing of a multitude of different transactions including: 
• Purchases of goods; 
• Purchases of services (for example Lottery tickets ortax discs); 
• Payments to discharge customer debts (payment of mobile phone bills for example); 
• Refunds; and 
• Transaction corrections. 

Several transaction mediums are accepted, for example: 
• Cash; 
• Credit and debit cards; and 
• Cheques. 

A number of controls are in place to support the integrity of transactional processing including: 

• The Audit Store, a secure area of Horizon which pertains to store all transactional information in 
sequentially numbered records, along with key system events; 

• Monitoring controls facilitated by Tivoli Workflow Scheduler and associated exception handling processes; 
• Handshakes and call offs between systems include varioLs controls around the integrity of transmitted 

data (such as digital signatures); and 
• Backup communication routes between branches and the central data centre (mobile technology). 

Reconciliations are performed regularly both in branch and centrally. Key reconciliation processes carried out 
include: 

• Daily branch cash declaration and reconciliation to Horizon balances; 
• Weekly balance of cash and stock and reconciliation to Horizon balances; 
• Monthly trading period roll over (including resolulon of any suspense account issues rolling over from 

weekly or daily reconciliations); and 
• Central finance processes to reconcile central records b cash remitted to POL, cheques remitted to POL 

etc. 

In response to discrepancies as a result of these recoiciliation processes investigations may be conducted by tie 
Finance Service Centre, and if required transactional corrections processed. These corrections are subject to 
significant investigation and are subject to approval by Sub-postmasters in the first instance. 
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Workarounds are not usually required, the main workaround being in relation to mobile connections from branch to 
data centre in the event that the main connection to the central data centre cannot be utilised. 

In producing the diagram on page 9, we have considerei the primary System Usage risks in the context of the 
questions posed within the scope of our work, and reined these risks into the following control assertions: 

• Transactions from the Counter are recorded completely, accurately and on a timely basis centrally; 
• Transactions processed to Branch Ledgers are recorded conpletely and accurately in the Audit Store; 
• Directly posted "Balancing Transactions" are visibleand approved; 
• Information reported from the Audit Store retains its original integrity; 
• Data posted from other systems and teams is visible to and accepted by sub post-masters; and 
• Database Administrators (DBAs) or others granted DBA access do not modify data directly. 
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5 Assessment of Assurance Sources 

IT Provision Risk Assurance Sources / Gap Analysis 

For the IT Provision risks the existing assurance sources appear to provide a good level of coverage over the risk 
universe associated with this area of the Horizon processing environment. 

Our high-level analysis of this coverage against the three core risk areas is as follows: 

•'i ?tr

IS027001 Statement of Good coverage Fair coverage Fair Coverage 

Applicability 

ISAE3402 Report Good coverage Good coverage Good coverage 

PCI DSS Report Good coverage Lim tetl' coverage Fair coverage 

Detailed analysis at an objective level is included within Appendix 1. 

In considering this assessment, POL management should be cognisant of the inherent limitations of each report, 
given the purpose for which it was written: 

- .. 

IS027001 Statement of This document has been produced by Fujitsu, limitirg its value from an independence perspective. It sbuld be 

Applicability noted however that it is supported by an independert assessment of IS027001 compliance by Bureau Veritas, an 

accredited certification provider. 

The main focus of IS027001 is on security, althoughit does also focus (to a lesser degree) on the other core IT 

Provision risk areas, Change Management and Information System Operations. 

ISAE3402 Report This document has been produced byan independent third party, Ernst and Young. It hasgood coverage of all three 

IT Provision risk areas, and is produced accordingto testing standards stipulated within the ISAE3402standard. 

In relying on this report management has considered'Section 6 Complimentary User Entity Controls' whbh 

stipulates the controls that POL should be operatirg in addition to the controls at Fujitsu in order b complete the 

control environment over Horizon. 

PCI DSS Report The scope of the PCI DSS report is the narrowest of the three assurance reports. It isfocused exclusively on the 

security of cardholder data, and does not span theother two IT Provisioning risk areas to the degreeof the other 

assurance sources. It provides minimal coverage inparticular of the Information Systems Operations System 

Provisioning risk. 

Of note when considering coverage of IT Provision assurance sources is that the majority of the focus is over 
Information Security, whereby based upon the historical issues and allegations being levelled at the system, 
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Information System Operations and Change Managementwould appear to be higher risk areas in the context of 
this particular piece of work. 

Peer Comparison of IT Provision Assurance Available to Similar Organisations 

Our comparison to peer organisations yielded the folbwing results: 

Organisation

Print Media External Audit N/A 

Ad-hoc Risk Consultancy 

Retail External Audit FCA (CCA) 

Internal Audit 

Retail External Audit FCA (CCA) 

Internal Audit Loan Loss Provisioning Reporting 

PCI DSS 

Retail and payments processing External Audit FCA 

Internal Audit 

Government External Audit Data Protection 

Internal Audit 

PCI D55 

Risk 

This highlights that the level of IT Provision Assurance Work that POL has performed is comparable to that in other 
similar organisations which are not subject to risk and control regulatory requirements. 

This should however also be interpreted in the context of the allegations being made against the Horizon 
processing environment which may suggest that a higher level of assurance is warranted compared to these 
similar organisational benchmarks. 
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Baseline Risk Assurance Sources / Gap Analysis 

Our assessment of Baseline Risk was based upon three core scope areas: 

• Horizon Project; 
• Data Strategy Foundation Project; and 
• Audit Store Changes. 

For each of these scope areas we queried relevant POL and Fujitsu personnel in order to understand the project 
and change governance documentation available, and form an assessment as to the project controls applied b 
these change events, compared to Deloitte's Project IV~nagement methodology. 

Our findings are as follows: 

I tii rn 71'1t r 

Audit Store Changes to Horizon, such as the migration to HNG-X in 2010 involved minimal changes to the operation of the Audit Store. As 

a result these large scale projects are of minimal interest with regards to establishing a Baseline Risk position in relation to the 

design and functioning of Horizon Features relating to Audit Store. 

Some small changes have been made to the Audit Store in more recent years. Samples of documentation correlating to 

changes throughout the years the Audit Store had been in place were requested in order to understand whether these 

changes to the system had been managed to good practise standards. 

Further at the point of implementation of the Audit Store verbal representation was provided that a 'Security Report' was 

produced which pertained to demonstrate that the functionality of the system was as designed. This would be a key piece of 

Assurance Work, demonstrating the correct functional ity of the Audit Store at that point in time, but it could not be located by 

POL and thus could not be reviewed as part of our work. 

HNG-X Implementation Detailed business and technical design documents have been verbally represented to have been created during the delivery of 

(2010) the project life cycle. 

Detailed test plans, MI, Defect Management and other key testing artefacts were produced during the course of the project. 

Several acceptance criteria related to the closure of testing defects. Examples of testing documentation have been provided to 

our review team during the course of our work. 

Migration checklists and instructions have been provided. These illustrate that site visits would be conducted during the 

migration to support the Sub-postmaster with the migration and support the resolution of any queries. 

We have been provided with verbal representation that detailed project acceptance criteria were agreed between Fujitsu and 

POL, and then signed off during the lifecycle ofth e project. An example of such acceptance criteria in relation to Non-

Functional Requirements has been provided to us to support this verbal representation. 

Data Strategy Foundation Detailed business and technical design documents have been verbally represented to have been created during the delivery of 

Project the project life cycle. 

Assurance Work was provided to demonstrate business scoping and approval of changes to be applied (including a benefits 

realisation and costings map), requirements tracker document, testing strategy plan, testing report plan and migration 

summary documents. We were also provided with an example of the weekly reporting process at project close which 

demonstrated the level of governance and oversight the project had from senior stakeholders. 
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Summarising the work we have performed against Baselne risk we conclude that for each sampled change, 
Assurance Work has been produced in accordance with defired change management or project methodologies. 
We have not however been furnished with all key items of documentation we would have liked to review, due to the 
availability of such documentation to POL, and much of the Assurance Work provided to us were confirmations of 
verbal representations made during our work. 

Further work will be required to perform a `deep di\e' review of project and change documentation on paricular 
high risk areas (for example the original implementation of the audit store, and acceptance criteria sign off for the 
Branch Database commissioning as part of the Horizon I-1G-X Implementation project), in order to provide 
assurance that the system baseline position were appropriately implemented and tested (timeframes of such 
positions varying depending on the component of the system under investigation). 

Assessment of Assurance against System Usage Risk Areas 

Our assessment in each of these areas is based upon information contained within system documentation from 
Fujitsu and operational policy and procedure documentiion from the finance service centre, as well as emails 
confirming verbal assertions we received during the course of our work. 

No testing or independent sources of assurance were dentified over these System Usage risk areas. 

Our understanding of the design of Horizon Features responding to key risks is a core output of our work and is 
outlined within Appendix 2 where we have provided adocumentary listing of all of the Horizon features. 

DRAFT FINDINGS SUBJECT TO CHANGE WITHOUT PRIOR NOTIFICATION. 
STRICTLY PRIVATE AND CONFIDENTIAL. SUBJECT TO LEGAL PRIVILEGE. 

28 



POL00222758 
POL00222758 

6 Matters for Consideration 

In this section we set out our key matters for management consideration, further to the work we have performed 
above. 

We have structured this section as follows: 

Key Matters for Consideration, by Risk Area reviewed; 
Factors to Consider in Formulating an Action Plan; and 

• Proposed Action Plan. 

Key Matters 

1* 

for Consideration 

(I tt 11j 

a. Risk Appetite: During our work, only occasional linkage of work b the risk appetite of POL 
was noted. Whilst not unusual in the consumer busiress sector, such articulation and 
embedding of risk appetite assists with the delivery of better optimised and prioritised key 
controls and assurance activities. 

b. Holistic Risk and Assurance Framework: A holistic, risk intelligent assessment relating b 

(1) 
the identification and mitigation of key risks to tie integrity of processing should be 
considered in order to validate the completeness ofthe Horizon Features referred to in our N'a 

General work and thus provide a complete schedule of key cmtrols that require assurance. Whilst 
Assurance Work has been provided demonstrating the use of key forums for tracking the 
risk environment surrounding Horizon (such as the hformation Security Management Forum 
and Fujitsu Services Security Reports), these arent set up to specifically consider the 
holistic risk and assurance framework necessary to enable an overall comment on the 
design, implementation and operating effectivenessof the Horizon Features. 

a. Project Governance: Governance procedures described to us (verbally) suggest that the 
expected levels of business involvement in pre-go Ive system and user acceptance testing 
is performed as part of system implementation projects over the Horizon IT system; and that 
business users would be appropriately involved in sgning off of system requirements and 
readiness to go-live (full system reconciliations).To supplement these verbal assurances, 
management has provided us with samples of documentation from the three sampled 
change areas (Horizon Implementation, Data Strategy Foundation, and Audit Store 
changes). Despite these sources of evidence, management should consider whether further 

(2) investigations into sources of assurance from the o•iginal Horizon implementation would be Verbal 

worthwhile, given the importance of establishing swell-founded baseline position over the representations 

System Horizon Features. 
Limited 

Baseline 
b. Audit Store Baseline: The implementation of Horizon HNG-X in 2010-11 wasasserted to documentation 

not have had a significant impact on the Horizon Features. In particular no changes were 
made to the Audit Store as a result of the implemertation. Therefore the 'baseline' position 
for the Audit Store was established as being at theoriginal implementation of the Horizon IT 
system. Key documentation around the baseline positon for the Audit Store has not been 
able to be provided to us during the course of ourwork. We note that a security report was 
verbally represented to us to have been commission& during the original implementation of 
the Audit Store, although this report could not belocated and provided to us. 
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• - 

a. End User Entity Control Considerations: The ISAE3402 report requires interpretation in 
the context of these controls at POL. They are outined in section 6 of the ISAE3402 report. 
Without such analysis, the assurance provided by tie ISAE3402 is weakened. We are 
aware that POL has nearly completed work in order to address such considerations. 

b. Assurance Clarifications: In the context of detailed testing and assurance Procedures, 
there are areas of the ISAE3402 report which would benefit from further clarification, in order 
to remove the risk of ambiguity from its interpretation, and overlaps with other sources of 
assurance that may be performed. For example: 

o the report does not state from where populations d data tested in samples were 
obtained and thus how exposed conclusions may be b internal fraud or deliberate 
override of control (e.g. for change management testing, were samples picked from the 
population in the secure Audit Store, or from another source?), Extensive 

(3) documentation 
o the report does not draw out certain key features in the control design, which we would 

IT assume are present, for example, control objective 4.8.11 (relating to access to the Independent 
Provision system being restricted to appropriate users) does not explicitly state and test that users testing 

must have and use their own unique username, thus underpinning audit trail integrity; 
and controls relating to the management of administator access could be more specific 
as to the extent and nature of the design of contrds and testing performed. 

o the report is not explicit in the sample sizes used for testing; and 

o the report contains tests which could be strengthened, for example, control test 6.5 in 
section 7 appears to test through discussion with personnel only, without clarifying if 
anything was done to corroborate such verbal assertions. 

C. Internal Audit Work — Internal audit work conducted highlights progress h responding to 
and closing down issues in relation to internal audt risks, but a number of issues remain 
outstanding. Internal audit have also not done anyspecific assurance work over the 
allegations being raised on the Horizon system andPOL's response to the issues raised. 

a. Risk Driven Considerations: The current documentation over System Usage Risks has 
been largely written in response to key incidents Q events, by non-independent parties and 
from operational perspectives. Whilst detailed, itis also not written from a risk and 
assurance perspective and is rarely evidential in is content. 

b. Risk and Control Framework: There are areas where an understanding of the design and 
nature of operations relating to System Usage Risksis available, but the design, 
implementation and operating effectiveness of key controls has not been aggregated into a 
risk driven framework nor formally assured throughevidence based testing. Further, the 
ability of documentation to fully support informatbn relating to the detailed design of controls 
relating to System Usage Risks is unclear (e.g. whist JSNs are sequential is there a 
systems operations control which checks the complef?ness of this sequence proactively?). 
The Schedule of Assurance over Horizon Features wehave formulated as part of our work 
(and documented in Appendix 2) provides a basis forsuch a risk and control framework, as 
well as targeted testing over key controls. Management should consider enhancing their 
assurance provision by verifying the completeness d this schedule, and conducting 
implementation and operating effectiveness testing of the key controls there-in. Partial 

Documentation 
c. Interfaces - DVLA: Whilst environmental risk relating to system operatons is largely 

assured in the ISAE3402, we note that no evidence d specific or detailed testing or 
(4) assurance work has been carried out over System Usage Risks relating to the DVLA 

interface (both IT and business in nature). We notethat many interfaces observed do not 

System relate directly with the Horizon Features in scopefor this review, but we recommend that 

Usage such activities be considered for inclusion in theoverall risk and control framework relating 
to the Horizon processing environment. 

d. Audit Store: We observed the following: 

o It is not clear from the documentation we have been provided whether POL has agreed 
that the current capturing of certain, key system vents, is complete and appropriate for 
potential governance and investigation needs; 

o We have not identified controls which formally relnrt, review and consider the impact 
and resolution of any exceptions identified duringthe Audit Store extraction process, nor 
reconcile the data from other reporting systems inthe business to those data sets 
contained within the Audit Store ; 
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o Investigatory work on the Audit Store has all beenperformed by Fujitsu who, whilst 
technically qualified, do not constitute an independent or risk experienced party for 
assurance driven purposes. POL could consider doingmore independent analysis of 
Audit Store historic data to verify that it is receded in line with expected characteristics; 
and 

o From the documentation we have reviewed, controlsto assess that the digital signature 
is valid and verify that there is a complete sequerre of JSNs are retrospective. No 
proactive checks were documented which describe the performance of such verifications 
prior to the copying of data to the Audit Store. 

e. Proactive monitoring of key System Usage Risks: The current assurance environment 
appears to be "reactive" in nature, with exceptionsin processing triggering diagnostic and 
remediation activity only when reported. It would appear that no use is being made of the 
Audit Store, for proactive monitoring of unusual orexceptional system events potentially 
worthy of further investigation and action. 

f. Hardware controls over the Audit Store: The Centera EMC devices used to host Audit 
Store data have not been configured in the most secure EC+ configuration. As a result 
system administrators on these boxes may be able to process changes to the data stored 
within the Audit Store, if other alternative software controls around digital seals, and key 
management are not adequately segregated from Centera box administration staff. 
Privileged access to the cryptographic solution arcund digital signatures, and publically 
available formulas on MD5 hashed digital seals woud potentially allow privileged users at 
Fujitsu to delete a legitimate sealed file, and repacement with a 'fake' file in an undetectable 
manner. 

g. Branch Database: We observed the following in relation to the BranchDatabase being: 

o A method for posting 'Balancing Transactions' was observed from technical 
documentation which allows for posting of additional transactions centrally without the 
requirement for these transactions to be accepted ty Sub-postmasters (as Transaction 
Acknowledgements' and 'Transaction Corrections' require). Whilst an audit trail is 
asserted to be in place over these functions, evidence of testing of these features is not 
available; 

o Processes around Transaction Acknowledgements andTransaction Corrections are 
subject to out of date documentation, or in the case of Transaction acknowledgements, 
no documentation at all. Such documentation shouldbe produced or brought up to date; 

o For 'Balancing Transactions', 'Transaction Acknowledgments', and 'Transaction 
Corrections' we did not identify controls to routinely monitor all centrally initiated 
transactions to verify that they are all initiatedand actioned through known and 
governed processes, or controls to reconcile and check data sources which underpin 
current period transactional reporting for Subpostmasters to the Audit Store record of 
such activity; 

o Security on the Branch Database around the 'Messagng Journal table' is a key area of 
risk due to branch transactional data being held onthis table for up to a day before being 
written to the Audit Store. It was unclear from the documentation reviewed whether 
specific assurance work had been carried out in the area; and 

o Controls that would detect when a person with authorised privileged access used such 
access to send a 'fake' basket into the digital signing process could not be evidenced to 
exist. 

DRAFT FINDINGS SUBJECT TO CHANGE WITHOUT PRIOR NOTIFICATION. 
STRICTLY PRIVATE AND CONFIDENTIAL. SUBJECT TO LEGAL PRIVILEGE. 

31 



POL00222758 
POL00222758 

Recommendations 

We have identified three areas where POL should consider further actions to strengthen the quality and nature of 
assurance in place over the Horizon system. 

These are actions that may: 

Further support Project Sparrow; 
Integrate knowledge obtained from this work into the Future System Requirements project; and 
Help POL to move towards a more holistic Programme of Assurance. 

We have aligned each of the actions we would recommend to POL management to one of these areas, and we 
present these below. 

Actions that may further support Project Sparrow 

Al Perform a detailed review of Balancing Transaction use: Instruct a suitably qualified party (independent of 

Fujitsu) to carry out a review of the circumstancesleading up to the need to use the Balancing Transa:tion 
Investigation 
of Balancing functionality in Horizon, including an assessment dthe communications with the relevant Sub-PostmasiBr prior to 
Transactions any adjustment being made to their ledgers. This wa•k should include a more detailed walkthrough of be current day 
Use in 2010 

"Balancing Transaction" policies, procedures and key controls, making recommendations for improvement 

A2 

Verification 
Perform implementation testing of Horizon Features: Instruct a suitably qualified party (independent d Fujitsu) to 

Work that carry out implementation testing of the Horizon Features (or a selection of key Horizon Features) identified in this 
Horizon 

are report. The work should aim to provide de POL with comfort that the Horizon Features extracted from documentation are 

Implemented actually designed and implemented exactly as descrbed in that documentation. 
as Described 

Analytical Testing of Historic Transactions: Audit Store documentation asserts that the system contains seven 

years of Branch transactions, and a number of systeln event activities. In addition, a number of asserions relating to 

data integrity, record / field structure and key cmtrol features (such as sequencing of JSN) are made in 
A3 

documentation, but have never been validated by paties outside of Fujitsu. With modern day technologes, the 

Analytical analytic profiling and testing of such Big Data see is likely to be feasible, thus POL should consider instructing a 
Testing of 
Historic party independent of Fujitsu to perform independentrisk analytics on an extract of all Audit Store data to verify that 

Transactions (a) key characteristics are seen in the data as expected and (b) what other matters / exceptions / insights can 

potentially be derived. This exercise would also povide valuable insight into those Horizon Featuresthat could be 

automatically monitored as part of the optimised rsk and control environment described below. 

A4 Update / Create documentation formalised all key acqustment and reporting processes in operation over 

Documentation 
Horizon in the FSC: Identify and document all key activities in the FSCrelating to both adjustment processing to 

of all Horizon Sub-Postmaster ledgers and to the control activities that ensure that transactional data visible to Srb-Postmasters is 
adjustment 

and reporting fully reconciled to the Audit Store's `high integrty' copy of Branch Ledger transactions. Use this eercise to verify the 

processes in completeness and appropriateness of Horizon Features so far identified from verbal assertions, and that perform 
the FSC 

implementation testing (per A2 above) of such controls. 
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Actions that will integrate knowledge obtained from this work into the Future System Requirements 
project. 

Produce Future System Requirements Document: Produce a schedule of key system requirements that any 
B1 future Horizon replacement platform should deliveragainst, as an underpinning baseline for the integity of 

Produce processing. This schedule would outline key control objectives, with current day control activities /Horizon Features 

require 
basel

ments 
ine 

and /or other examples cited to show how such control objectives could be addressed in any future system. The 

for future schedule should include matters that will support he delivery of such design confidence in efficientways, and 
replacemento  of 

providing foundations for preventative, detective aid monitoring control activities. It could also hi~light key the Horizon 
System questions for POL to consider, such as the longevity of data head in the Audit Store and the type of cryptographic 

mechanisms applied to the system. 

Actions that may help POL move towards a more holistic programme of Assurance 

This area is the more significant piece of work recommended in a broad context for POL to consider as a result of 
our assessment. 

The development of such a holistic assurance programmeshould be seen as a `strategic' response to the issues 
raised. If delivered successfully it will bring assurance benefits beyond the confines of assuring the integrity of 
processing within Horizon. 

Whilst not raised specifically below, such an exercisewould first require the appointment of a role in POL who 
would be responsible for the coordination of assurance across the whole organisation and the reporting of key 
areas where assurance provision could be improved (a `Head of Assurance"). This would ensure that POL 
Management and the Board have the ability to map, coordinate and assess assurance sources (and their quality) 
on an ongoing basis for the organisation. 

ci 
Risk Workshop': Conduct an exercise with key stakeholders in POL,including those in charge of Governance, to 

create a baseline understanding of risk and risk management concepts; share examples of how similar organisations 
Risk 

Workshop manage, define and control key risks; and obtain suggestions and consensus as to if. where and how POLcould 

become a more "Risk Intelligent" organisation and eporting of risk and assurance matters could be improved. 

Construct Risk and Control Framework: Extend and confirm the completeness of the HorizonFeatures which are 
C2 designed to exert control over the Horizon processing environment. The framework can be used to priortise key 

Construct Risk areas for improvement (including clarifications / he removal of ambiguity in existing sources) and errbed agreed 
and Control 
Framework changes in current assurance sources. A key component for the construction of this risk and control framework is the 

initial information produced as part of our analyss and reproduced in Appendix 2. This Framework could be 

extended to cover POL's overall risk and control framework, not just those areas relevant to Horizon processing. 

Test Controls: Once the framework is verified as complete, key cortrols can be identified and evidence based 

C3 testing performed to validate that they are operathg effectively. Such operating effectiveness work could be 

Test performed on a sustained basis and could be deliveed by an independent party in line with a recognised assurance 
Controls standard. In addition, this exercise can be used tofeedback on the design of the control environmentso that it can 

be optimised (i.e. maximise coverage of key risks,with minimal duplication). 

Sustain Assurance Delivery and Implement More Proactive Monitorin}: The longer term assurance map can 
C4 

be designed to sustain assurance delivery for POL offer key risks. This may include a transition to a rrore proactively 
optimise 
ongoing   where automated alerts are generated if certain monitored control environment ("continuous controlsmonitoring"), 

testing key behaviours in the system are identified. 
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Notes: 

'Risk Workshop: Risk appetite statements may be considered as part of this exercise, but are typically found by 
key stakeholders to be a different area to understand. Such statements are effectively matters which help an 
organisation to avoid imprecise or open statements relating to risk, which do not assist with the effective 
management of responses to such risks. Statements are mechanisms that also help management to define 
parameters relating to risk, against which key decisions and escalation activities can be performed. 

'Key risk indicators' are often a tool used by management, and those in charge of Governance, in these areas. 
Whilst POL needs to consider their own risk statements and indicators, some examples of those that may be 
worthy of consideration in relation to the integrityof processing in Horizon could include: 

• The number of allegations or concerns raised by Sub-postmasters during a defined period; 
• The number and value of adjustment postings being performed by FSC 
• The use of balancing transactions 
• The number of security incidents on the Horizon systemduring a defined period; 
• The value of unreconciled differences between systerrs / ledgers 
• The number and nature of errors or exceptions in processing; and 
• Key controls found to not to be operating effectively in a period. 

The above are not exhaustive and key risk indicators need to be considered thoroughly in response to the 
particular risks and controls which are required in response to the risk universes formulated over the Horton 
processing environment. 

2Sustain Assurance Delivery and Implement more Proactive Monitoring: Benefits of these activities could 
include: 

• Minimising duplication in the control framework, and the assurance activities there-on; 
• Support targeted assurance provision in the contextof existing or potential future allegations; 
• Provide more measureable benchmarks of performance against other organisations; 
• Underpin further efficiencies in the assurance provision, for example the automation of existing manual 

controls; 
• Incentivise ongoing improvement in both the processes and the assurance provision, by highlighting 

deficiencies on a timely basis and reporting these directly back to those business or outsourced 
owners who need to take a remediation or corrective action; and 

• Support the maintenance of the completeness of documentation over the Horizon Features. 
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Appendix 1: IT Provision Assurance Source Mapping and Gap 
Analysis 

The mapping below outlines the more detailed IT Provision assurance mapping against IT Provision risks, as summarised in Section 4: 

rr 

Data converted from legacy systems A.10 Communications and 
Operations Management 

Change 
or previous versions introduces data A.12 Information Systems 4.8.10 Change Requirement 6: Develop 

Management errors if the conversion transfers acquisition, Development Management and maintain secure 
incomplete, redundant, obsolete, or and Maintenance systems and applications. 
inaccurate data. 

A.10 Communications and 
Inappropriate changes are made to Operations Management 

Man 
system software (e.g., operating A.12 Information Systems 

4.8.10 Change 
Requirement 6: Develop 

Managementge system, network, change- Acquisition, Development p Management ana g 
and maintain secure 

management software, access- and Maintenance systems and applications. 
control software). 

A.10 Communications and 
Operations Management 

Change Inappropriate changes are made to A.12 Information Systems 4.6.10 Change Requirement 6: Develop 

Management the database structure and Acquisition. Development Management and maintain secure 
relationships between the data. and Maintenance systems and applications. 

A.10 Communications and 4.8.2 Backup 
Operations Management 4.8.5 Incident 

Financial data cannot be recovered A.14 Business Continuity Management Information System 
Operations or accessed in a timely manner Management 4.8.6 Major Incident Operations not within 

when there is a loss of data. Process scope for PCIDSS review. 
4.8.7 Security Incident 
Process 
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rr 

A.10 Communications and 4.8.3 Job Scheduling 
Operations Management 4.8.4 Availability and 

Production s7programs, 
Capacity Management 

and/or jobs r , 
II 4.8.5 Incident Information  System 

Operations incomplete, or unauthorized 
Management Operations not within

processing of data. 
4.8.6 Major Incident scope for PCIDSS review. 
Process 
4.8.7 Security Incident 
Process 

A.11 Access Control 
Requirement 3  Protectat

Inappropriate changes are made 
4.8.12
databases,

  Access cardholder
nt

data. 
Security 

directly to financial data through 
 files, and data

t  
R
st

equirement ain 6: 
ment  

Develop
means other than application 

ro
programs and maintain maintain 

transactions. 
aepure 

systems and applications. 

A.10 Communications and 
Inappropriate changes are made to Operations Management 
Application systems or programs A.12 Information Systems 
that contain relevant automated Acquisition, Development 4.8.10 Change Requirement 6: Develop 

Security controls (i.e., configurable settings, and Maintenance and maintain secure 
Management 

automated algorithms, automated systems and applications. 
calculations, and automated data 
extraction) and/or report logic. 

Individuals gain inappropriate access 
A.8 Human Resources
Security 

to equipment in the data centre and A.9 Physical & Requirement 9: Restrict 4.8.1 Physical and 
Security exploit such access to circumvent Environmental Security I Environmental Controls 

physical access to

logical access controls and gain 
cardholder data.

inappropriate access to systems. 

Systems are not adequately All Access Control 

Security 
configured or updated to restrict 

a nnt 6: Develop 
4.8.10 Change and maintain  maintain secure 

system access to properly Management systems and applications.
authorized and appropriate users. 

A.11 Access Control 
Requirement 6: Develop 

The network does not adequately 4.8.9 Networks and maintain secure 

Security 
prevent unauthorized users from 4.8.10 Change systems and applications. 
gaining inappropriate access to Management Requirement 11: Regularly 
information systems. 4.8.11 Security test security systems and 

processes. 
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Appendix 2: Assurance Schedule over Horizon Features 

We present below a schedule of the Assurance Work and sources we have identified which relate to certain groups of Horizon Features. 

We have structured these in line with our three areas of assessment (System Baseline, IT Provision and System Usage), as defined in our report. 

We have also recorded our assessment of the level of comfort that POL has over that Horizon Feature, defined as: 

• "Significant" means we have seen Assurance Work that delivers comfot through evidence based testing by independent parties 
• "Partial" means we have seen Assurance Work in the form of desciptions in formal documentation, but no testing of implementation or operating effectiveness. 
• "Limited" means we have seen Assurance Work that documents verbd assertions we received during our work. 
• "None" means that Assurance Work has not yet been provided b us. 
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System Baseline 

'• .- .. 

Baseline The system was The design of key elements of the No information provided. Preventative Manual e 
fit for purpose Horizon system relevant to the 
and worked as integrity of auditing and capturing 
intended when transactions was formally agreed and 
first put in? signed off prior to systems 

deployment. 
Baseline The system was Traceability Matrices have been No information provided. Preventative Manual None 

fit for purpose documented, implemented and 
and worked as periodically reviewed to ensure that 
intended when business requirement documents 
first put in? have been regularly reviewed against 

project progress. 

Baseline The system was During the initial implementation of No information provided. Preventative Manual None 
fit for purpose the software, Key Project Governance 
and worked as mechanisms were put in place to 
intended when ensure the: 
first put in? Working Group 

Steering Group/Project board 
Requirements Review Group 

Baseline Major changes Traceability Matrices have been No information provided. Preventative Manual None 
since documented, implemented and 
implementation periodically reviewed to ensure that 
have not business requirement documents 
impacted the have been regularly reviewed against 
system. project progress. 
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Baseline Major changes Key Project Governance mechanisms No information provided. Preventative Manual N 
since have been enacted and operated over 
implementation significant changes to the system since 
have not implementation. Examples of such 
impacted the mechanisms include: 
system. - Working Group 

- Steering Group/Project board 
- Requirements Review Group 

Baseline The system was Prior to implementation into the live For Audit Store Baseline: Preventative Manual Partial 
fit for purpose environment (and in some cases post) Example acceptance criteria 
and worked as acceptance criteria in relation to key document entitled Acceptance 
intended when system elements important for Report 20070917BL01.13WIP 
first put in. auditing and capturing transactions (note no sign off of 

were formally agreed and signed off. acceptance criteria is included 
within this document). 

For 2011 Horizon 
Implementation (BRDB 
Baseline): 
Testing plans were provided in 
the document 'Copy of IT 
Health Check 23-07-2009.xls', 
a Risk Assessment of the 
project has been provided in 
'Security All Risk Extract 
090928 v2.xls' and Migration 
instructions have also been 
provided in the document 
'Migration_ Instructions.pdf'. 
Also a report by third party 
consultancy firm Wipro has 
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Wsi t* '- .. 

been provided to demonstrate 
the project was delivered as 
planned in the document 
'Horizon : Performance Test 
Audit Post Office Limited 
POL)'. 

For 2012 Data Strategy 
Foundation (External Feeds 
Baseline): 
- Example acceptance criteria 
document entitled CFD New 
Requirements v1.11.xls (note 
no sign off of acceptance 
criteria is included within this 
document). Additionally, an 
example of a designed, and 
reviewed Migration Strategy, 
titled 'Migration Strategy CFD 
v0.4', was provided, in 
addition to a Test Report, 
'POLTSTREP0010 - CFD E2E 
Test Report v0 1'. 

Baseline The system was The testing of key elements of the For 2011 HNG-X Preventative Manual Partial 
fit for purpose system important for the auditing and Implementation: 
and worked as capturing of transactions was formally 
intended when agreed and signed off and then For 2012 Data Strategy 
first put in? delivered against. Foundation: 

- Test Strategy Document 
entitled 'Acceptance Testing 
Strategy' - authorised version 
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Wsi g* .-

dated 10/11/2011. 
- Test Exit Report entitled 
'Client File Delivery Report E2E 
- Exit Test Report', draft 
version 0.1 dated 06/01/2012. 

Baseline Major changes Sign off for design of significant 2005 Design Proposal Preventative Manual Partial 
since change is formalised and documented. ASDPR027.doc 
implementation 2005 Audit Centera API 
have not Implementation 
impacted the DELLD026.doc 
system. 2002 Change Proposal 

CP3240.rtf 
2004 Change Proposal 
CP4021.rtf 

Baseline Major changes Acceptance criteria related to key 2002 Acceptance Test Preventative Manual Partial 
since areas such as the branch database and Specification IAACS002.doc 
implementation audit store. 
have not 
impacted the 
system. 

Baseline Major changes Test Strategy and Execution have 2003 Acceptance Test Report Manual Partial 
since been documented and signed off, and IAACR003.doc Preventative 
implementation provide an adequate audit trail for the 
have not testing of key system features such as 
impacted the the Audit Store and Branch Database. 
system. 
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Baseline Major changes Independent Assurance over design of No information provided. Preventative Manual Low 
since HNG-X system by Gartner. 
implementation 
have not 
impacted the 
system. 

Baseline Major changes Programmes and projects affecting Harmony Delivery Lifecycle Preventative Manual Partial 
since the Horizon system are controlled and document 
implementation governed using an established change 
have not methodology. 
impacted the 
system. 

Baseline Major changes Independent Assurance report over Wipro performance testing Preventative Manual Significant 
since testing procedures has been obtained, report. 
implementation 
have not 
impacted the 
system. 
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IT Provision Assurance 

I- 

Provision IT supporting Management have ISMF Minutes Preventative Manual Partial 
processes are well established forums to FJS Security Report 
controlled. oversee the performance of 

third party IT providers. 

Provision IT supporting POL has documented end POL End User Preventative Manual Partial 
processes are well user control considerations Considerations 
controlled. to supplement third party Document 

service provider controls 
assurance reports 

Provision IT supporting Third party assurance ISAE3402 Report Preventative Manual Significant 
processes are well reports are in place to PCIDSS Report 
controlled. ensure the overall control of 

the IT environment, 
including: ISAE 3402 reports, 
PCIDSS compliance report 
and IS027001 certified 
accreditation. 
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Usage Assurance 

'r irnr.i, 'mi'ic 
j .u?y

•" u 

Usage Counter transactions Only baskets that balance to Horizon Online Data Preventative Automated Partial 
are recorded £0 can be accepted by the Integrity_POL 
completely, accurately central database (double document. 
and on a timely basis entry concept exists). 
centrally. 

Usage Counter transactions Digital Signature is applied Horizon Online Data Preventative Automated Partial 
are recorded to each transaction basket Integrity_POL 
completely, accurately at the point of counter document. 
and on a timely basis inception to prevent 
centrally. downstream tampering. 

Usage Counter transactions Transactional Verbal confirmation Detective Automated Partial 
are recorded Acknowledgement and from Rod Ismay and 
completely, accurately manual review process. Jane Smith in Finance 
and on a timely basis Shared Services. 
centrally. 

Usage Counter transactions Sequential numbering is Horizon Online Data Preventative Automated Partial 
are recorded applied to each counter Integrity_ POL 
completely, accurately basket prior to digital document. 
and on a timely basis signature application to 
centrally. provide a 'baked in' 

sequence check. 
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Usage Counter transactions Oracle commit and roll-back Horizon Online Data Preventative Automated Partial 
are recorded process is atomic (i.e. either Integrity_ POL 
completely, accurately a complete transaction is document. 
and on a timely basis posted or nothing is 
centrally. posted). 

Usage Counter transactions A fall back mobile link is in Horizon Online Data Preventative Automated Partial 
are recorded place to ensure that if Integrity_ POL 
completely, accurately transactions are still document. 
and on a timely basis processed in a timely 
centrally. manner 

Usage Counter transactions A private cryptographic key Horizon Online Data Preventative Automated Partial 
are recorded is securely established for Integrity_ POL 
completely, accurately each transmitted basket. document. 
and on a timely basis 
centrally. 

Usage Directly posted Formalised change control Email communication Preventative Manual Partial 
transactions, such as approval and monitoring from John Simpkins 
"Balancing process over the usage of dated 15/05/2014, 
Transactions", are Balancing Transactions articulating control 
visible and approved, design around this 

process. 

Usage Directly posted An audit trail log is in place Email communication Detective 1,1;, 11 1 1 1 ! Partial 
transactions, such as to monitor the use of from John Simpkins 
"Balancing balance transactions. The dated 15/05/2014, 
Transactions", are log is monitored by an articulating control 
visible and approved, independent department design around this 

that does not have access to process. 
the function. 
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Usage Branch Ledger JSNs are processed into the Technical Design Preventative IT Dependent Manual Partial 
transactions are audit store and reviewed Document for Audit 
recorded accurately in when users access audit Extract Process - 
the Audit Store. store information. The Audit DESAPPHLD0029. 

Store will automatically 
detect non-sequential files 
that are then processed by 
the Tivoli monitoring tool 
and investigated where 
appropriate. 

Usage Branch Ledger Digital seals are in place to Technical Design Preventative Automated Partial 
transactions are ensure that files are not Document for Audit 
recorded accurately in amended following load to Extract Process -
the Audit Store. the Audit Store DESAPPHLD0029 

Usage Branch Ledger The digital seal applied to Security Architecture Preventative Automated Partial 
transactions are the batched digital Document 
recorded accurately in signatures ensures that any Network Architecture 
the Audit Store. amendments to data leaves Document 

a traceable audit trail Cryptography 
Architecture 
Document 
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Usage Branch Ledger JSNs are processed into the BRDB Technical Automated Partial 
transactions are audit store and reviewed Design Document 
recorded accurately in when users access audit Audit Technical Design 
the Audit Store. store information. The Audit Document 

Store will automatically 
detect non-sequential files 
that are then processed by 
the Tivoli monitoring tool 
and investigated where 
appropriate. 

Usage Branch Ledger Formalised change control Email communication Preventative Manual Partial 
transactions are approval and monitoring from John Simpkins 
recorded accurately in process over the usage of dated 15/05/2014, 
the Audit Store. Balancing Transactions and articulating 

control design around 
this process. 

Usage Branch Ledger Audit trail monitoring the Email communication Preventative Manual Partial 
transactions are usage of balance from John Simpkins 
recorded accurately in transactions dated 15/05/2014 
the Audit Store. 

Usage Information from the Logical access controls in Audit Store Preventative Automated Partial 
Audit Store retains place over user Procedures 
original integrity, management to ensure that 

only appropriate staff have 
access to extract 
information from the audit 
store 
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Usage Information from the Hardware controls are in Audit Store Preventative Automated Partial 
Audit Store retains place to prevent the Procedures 
original integrity, modification of data in the 

Audit Store 

Usage Information from the JSNs are processed into the Audit Store Detective AUtnmtPd Partial 
Audit Store retains audit store and reviewed Procedures 
original integrity, when users access audit 

store information. Audit 
store will automatically 
detect non-sequential files 
that are then processed by 
the Tivoli monitoring tool 
and investigated where 
appropriate. 

Usage Information from the The digital seal applied to Audit Store Detective Automated Partial 
Audit Store retains the batch on data transfer is Procedures 
original integrity, checked back to the initial 

seal to ensure that hash 
value has not been altered. 

Usage Information from the The integrity of the digital Audit Store Detective Automated Partial 
Audit Store retains signature is checked for all Procedures 
original integrity, baskets used in the extracts. 
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Usage Information from the Exceptions identified in Audit Store Detective Automated Partial 
Audit Store retains integrity checks on digital Procedures 
original integrity, seals or signatures or in the 

sequence check are formally 
raised and handled as part 
of day-to-day IT operational 
processes within the Tivoli 
Monitoring tool. 

Usage The system used by 3 way match between Data Flow Diagram IT Dependent Manual Partial 
the Finance teams for Branch Database, provided by Finance 
control contains all Transaction file and POLSAP (Jane Smith) 
records load file 

Usage Data posted from Amendments posted Transactional Preventative Automated Partial 
other systems and centrally via transactional Corrections 
teams is visible to and corrections must be Procedural Evidence 
accepted by sub post- approved by sub-Post 
masters Masters must be approved 

before they can be applied 
to the Branch Database 

Usage Data posted from Amendments posted Branch Database Preventative Automated Partial 
other systems and centrally via transactional Procedures 
teams is visible to and acknowledgements must be 
accepted by sub post- approved by sub-Post 
masters Masters must be approved 

before they can be applied 
to the Branch Database 
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Usage Data posted from For any outstanding (non- Rod Ismay Preventative Manual Partial 
other systems and accepted) Transaction 
teams is visible to and Acknowledgement or 
accepted by sub post- Transaction Corrections at 
masters month end, a formal 

resolution process exists 
which enables non-accepted 
items to be identified, held 
in suspense and actively 
investigated to the point of 
resolution with the Sub-
postmaster. Business as 
usual resolution activities 
can be taken to conclude 
outstanding items and have 
them cleared down. 

Usage Data posted from Sub-postmasters have Branch Database Preventative IT Dependent Manual Partial 
other systems and access to view all Procedures 
teams is visible to and transactional records 
accepted by sub post- underpinning their current 
masters accounting period's ledgers. 

This information is used to 
support their daily branch 
cash declarations and 
reconciliation, their weekly 
balance of cash and stock 
reconciliation, and their 
monthly trading period roll 
over activities. 
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Usage Data posted from All processes create an Branch Database Preventative IT Dependent Manual Partial 
other systems and identifiable transaction in Procedures 
teams is visible to and Horizon, with an audit trail 
accepted by sub post- to the originator in the 
masters Finance Services team. This 

transaction ID is protected 
by the JSN, digital signature 
and digital seal features. 

Usage DBAs or others Sub post-master must Branch Database Preventative IT Dependent Manual Partial 
granted DBA access functionally approve the Procedures 
have not modified Transactional 
Branch Database data. Acknowledgement file 

produced by the POLSAP 
system before items can be 
processed through to the 
branch database. 

Usage DBAs or others Formalised change control Email communication Preventative P.l n _i l Partial 
granted DBA access approval and monitoring from John Simpkins 
have not modified process over the usage of dated 15/05/2014, 
Branch Database data. Balancing Transactions and articulating 

control design around 
this process., 

Usage DBAs or others Audit trail monitoring the Email communication Preventative Manual Partial 
granted DBA access usage of balance from John Simpkins 
have not modified transactions dated 15/05/2014 
Branch Database data. 
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Usage DBAs or others Hardware controls are in Audit Store Preventative Automated Partial 
granted DBA access place to prevent the Procedures 
have not modified modification of data in the 
Branch Database data. audit store 

Usage DBAs or others Database access privileges ISAE3402 Preventative Automated Partial 
granted DBA access that would enable a person 
have not modified to delete a digitally signed 
Branch Database data. basket are restricted to 

authorised administrators at 
Fujitsu. 

Usage DBAs or others Database access privileges ISAE3402 Preventative Automated Partial 
granted DBA access that would enable a person 
have not modified to create or amend a basket 
Branch Database data. and re-sign it with a 'fake' 

key, detectable if 
appropriately checked, are 
restricted to authorised 
administrators at Fujitsu. 

Usage Counter transactions TWS scheduler and ISAE3402 Detective Automated Significant 
are recorded monitoring processes are 
completely, accurately defined and formalised. Any 
and on a timely basis issues or errors are reported 
centrally? and responded to by Fujitsu 

as part of day-to-day IT 
Operational activities. 
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Usage Counter transactions Logical security access Security Architecture Preventative Automated Significant 
are recorded controls in place to Document reference - 
completely, accurately minimise the risk of ARCSECARC0003 
and on a timely basis inappropriate access to the section 6.2 and 
centrally counter software within ISAE3402, PCIDSS and 

branch. IS027001 reports as 
well. 

Usage Branch Ledger Logical security access ISAE3402 report. Preventative Automated Significant 
transactions are controls are in place in 
recorded accurately in relation to the Branch 
the Audit Store Database and audit store to 

ensure that only 
appropriate staff members 
have access. Key 
transactions and tables are 
monitored and activity is 
verified by an independent 
third party. 

Usage Branch Ledger Database access privileges ISAE3402 Preventative Automated Partial 
transactions are that would enable a person 
recorded accurately in to delete Audit Store data 
the Audit Store are restricted to authorised 

administrators at Fujitsu. 
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Appendix 3: Inventory of Documentation Reviewed 

The following documentation was reviewed during thecourse of our review: 

uIi. rIi.i I.

1 Horizon Core Audit Process (Powerpoint) 

I. .-

Other sources of comfort 
2 Fact file (updated with SS comments) Other sources of comfort 
3 ISAE3402 Report over Fujitsu managed service on Horizon Assurance 
4 Centrally Generated Transactions document Other sources of comfort 
5 POL Summary of Horizon Anomalies Referred to in Second Sight Report Assurance 
6 Report on Local Suspense (14 Branch) Issue Other sources of comfort 
7 Report on Receipts Payments (62 Branch) Issue Other sources of comfort 
8 Spot Review Bible Other sources of comfort 
9 Horizon Data Integrity Document Other sources of comfort 
10 Horizon Data Integrity Document Other sources of comfort 
11 Fujitsu IS027001 Certificate Assurance 
12 IS027001 Statement of Applicability produced by Fujtsu Assurance 
13 PCI DSS Attestation of Compliance Assurance 
14 PCI DSS Report by Bureau Veritas Assurance 
15 ISMF Minutes for three months Other sources of comfort 
16 Fujitsu Security Reports for three months Other sources of comfort 
17 Fujitsu Information Security Management System (ISMS) Scope Other sources of comfort 
18 Horizon Solution Architecture Outline Other sources of comfort 
19 Post Office to Driving & Vehicle Licensing Agency Automated Payments Client File Interface document Other sources of comfort 
20 DVLA Internal Web Service High Level Design document Other sources of comfort 
21 Security All Risk Extract Other sources of comfort 
22 Migration Overview Document for Horizon system Other sources of comfort 
23 Horizon Technical Security Architecture Other sources of comfort 
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24 

.. 

Solution Architecture Document 

.. 

Other sources of comfort 
25 Batch Processing Overview Document Other sources of comfort 
26 EMC Centera Acceptance Test Report - IAACRO03 Other sources of comfort 
27 Centera Accepting Testing Specification - IAACS002 Other sources of comfort 
28 Application Interface Design - DELLD026 Other sources of comfort 

29 Audit Server Specification Design -TDDES071 Other sources of comfort 
30 Configuration Design -TDMAN006 Other sources of comfort 
31 Configuration Design -TDMAN009 Other sources of comfort 
32 Centera star OS upgrade to version 2.4 design proposal Other sources of comfort 
33 Centera star OS upgrade to version 2.4 design proposal Amendment -CP4021 Other sources of comfort 
34 Centera star OS upgrade to version 2.4 design proposal Amendment -CP3241 Other sources of comfort 
35 Exception and Event Guide - TDMAN007 Other sources of comfort 
36 Functional Separation - CRFSP006 Other sources of comfort 
37 High Level Design - SDHLD001 Other sources of comfort 
38 Audit Data Retrieval - SDHLD002 Other sources of comfort 
39 Centera Migration HLD -TDION039 Other sources of comfort 
40 Centera - High Level Test Plans - VIHTP014 Other sources of comfort 
41 Horizon System Audit Manual - IAMAN005 Other sources of comfort 
42 Low Level Design Document Other sources of comfort 
43 Centera Operational Procedures -TDMAN008 Other sources of comfort 
44 Centera - Performance Test Specification - TDLLT008 Other sources of comfort 
45 Centera Support Guide - TDMAN017 Other sources of comfort 
46 Centera Support Guide - TDMAN018 Other sources of comfort 
47 Centera Test Report - VITRP029 Other sources of comfort 
48 Centera User Guide - TDMAN005 Other sources of comfort 
49 Data Strategy Foundation -04-  6149 Data Strategy Foundation - Client File Transfer - PODG Closure v2 0 Other sources of comfort 
50 Data Strategy Foundation - CFD New Requirements v1.11 Other sources of comfort 
51 Data Strategy Foundation - Data Strategy Foundation Test Strategy V1 0 Other sources of comfort 
52 Data Strategy Foundation - Migration Strategy CFD vO.4 Other sources of comfort 
53 Data Strategy Foundation - POLTSTREP0010 - CFD E2ETest Report vO 1 Other sources of comfort 
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.. 

Data Strategy Foundation - Revised business case CFD 24 11 10 

tI.I4uI,it 1114.1

Other sources of comfort 
55 Horizon Technical Network Architecture - ARCNETARC0001 Other sources of comfort 
56 Horizon Crypto Services High Level Design -DESSECHLD0002 Other sources of comfort 
57 E2E data flows Other sources of comfort 
58 idocs involving settlement Other sources of comfort 
59 Process Management Systems Diagram (Version 14 - 24.10.2011) Other sources of comfort 
60 AR11.005 - Horizon controls Other sources of comfort 
61 AR12.050 - Horizon follow up Other sources of comfort 
62 AR12.050a -Follow-up Horizon May2013 Other sources of comfort 
63 Horizon Counter Application High Level Design- DESAPPHLD0047 Other sources of comfort 
64 COMPONENT TEST PLAN FOR Horizon COUNTER INFRASTRUCTURE: SERVICE AND PROCESS CONTROL Other sources of comfort 
65 Horizon Operational and Support Services Requirements Other sources of comfort 
66 ACCEPTANCE REPORT FOR DESIGN WALKTHROUGH EVENT DW03- SECURITY Other sources of comfort 
67 Draft Deloitte Phase 2 Instructions (RDW 07 05 14)2 Other sources of comfort 
68 Phase 2- Areas of Focus diagram (DRAFT v1) Other sources of comfort 

69 Project Zebra - Phase 2 Potential Next Steps v3 Other sources of comfort 
70 REQAPPAIS1392v3.2.PayStation.ETL Other sources of comfort 
71 REQAPPAIS1391v2.1.PoGo.ETL. Other sources of comfort 
72 Acceptance Report 20070917BL01.13WIP Other sources of comfort 
73 All Streams Plan vsn 0.98 Other sources of comfort 
74 BC PLA 001 v 0.3 Other sources of comfort 
75 BCO20 HNG PD Potential Risks and Issues Register v1.0 Other sources of comfort 
76 Change Management Assessment Template Other sources of comfort 
77 DES SEC H LD 0010 v 1.0 Other sources of comfort 
78 Engagement Meeting Log Notes v1.2 Other sources of comfort 

79 Gartner Report Findings 1.1 with Appendix Assurance 
80 HARMONY Full Guide 1.1a Other sources of comfort 
81 HARMONY Full Guide 1.1a Other sources of comfort 
82 HNG Benefits Tracking in confidence May 08 final Other sources of comfort 
83 HNG Board Report 080408 Other sources of comfort 
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.. 

HNG PID v1.3 

tI.I4uI,it 1114.1

Other sources of comfort 
85 HNG Reqts Team Meeting 050606 Other sources of comfort 
86 HNG Risk and Issues 070424LY Other sources of comfort 
87 Horizon Testing Strategy - HXTSR001 Other sources of comfort 
88 In Touch report for HNG 080418a Other sources of comfort 

89 In Touch Report for HNG 081205 Other sources of comfort 
90 POL HNG IMP 002 v 1.0 Other sources of comfort 
91 POL HNG REQ 014 Other sources of comfort 
92 QRH031 HNG Reqts PID v0.1f Other sources of comfort 
93 ACCEPTANCE REPORT FOR Horizon ACCEPTANCE GATEWAY 1 & 2- REQ GEN ACS 0001 vO.2 Other sources of comfort 
94 Horizon GENERIC ACCEPTANCE PROCESS -REQGENPRO0735 Other sources of comfort 
95 Stakeholder Engagement Log_091218 Other sources of comfort 
96 Test Report for the Integrity Testing of Horizon Data-centre Disaster Recovery — Week Commencing 1st 

September 2008 - SVMSDMREP0005 Other sources of comfort 
97 Wipro - Horizon : Performance Test Audit Post Office Limited (POL) Assurance 
98 DVLA Internal Web Service High Level Design - DESAPPHLD0012 Other sources of comfort 
99 Audit Data Retrieval High Level Design - DESAPPHLD0029 Other sources of comfort 
100 Audit Data Collection & Storage High Level Design - DESAPPHLD0030 Other sources of comfort 
101 Horizon Counter Application High Level Design- DESAPPHLD0047 Other sources of comfort 
102 COMPONENT TEST PLAN FOR Horizon COUNTER INFRASTRUCTURE: SERVICE AND PROCESS CONTROL-DEV 

CNT CTP 0068 v 2.1 Other sources of comfort 
103 DVLA AP Client File AIS Other sources of comfort 
104 Product Branch Accounting - Issuing Process for Transaction corrections v0.1 Other sources of comfort 
105 Audit Data Collection and Storage High Level Design Other sources of comfort 
106 Data Flow -Transaction Processing for client file delivery Other sources of comfort 
107 Data Flow - NBSC Miskey Process - Network Banking Other sources of comfort 
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With the prior permission of POL, the following incividuals were interviewed or consulted during the couse of our review: 

Dave King 

.. - 

Senior Technical Security Assurance Manager 
Ititti ,iLRTtI
POL 

Julie George Head of Information Security and Assurance Group POL 

Rod Williams Litigation Lawyer POL 

James Davidson Fujitsu Primary Point of Contact Fujitsu 

Pete Newsome Quality responsibility Fujitsu 

Will Russell Regional Network Manager NT - South POL 

Phil Norton Horizon Requirements responsibility Atos 

James Brett Senior Test Manager— Post Office Account Atos 

Bill Membery Requirements/Testing responsibility on Horizon Fujitsu 

Gareth Jenkins Distinguished Engineer Fujitsu 

Neil Crowther Senior Business Analyst POL 

Matthew Lenton Document Management responsibility Fujitsu 

Rod Ismay Head of Finance Service Centre POL 

Jane Smith AP Enquiry Team Leader, Finance Service Centre POL 

Dave King Senior Technical Security Assurance Manager POL 
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Appendix 4: Engagement Letter 
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I rmehr IN, uslnpnc IN 'Clbml T.a ''. 

Ib1 Santa 

Mil I clot  Sans sell p nt'S. Ihe follu.a. 

(R... I.dwW.dnp of IN Afq i.. the key risks In ad uumral crwnit art. IN 
Roman KNGX Plseary tnaamen rek,.m its the utewdy of psrclsmp. IN 11.aaen 
n plate 5, reused and rawest IN nregnn .l swiss ado Ind, and ,her hakgmrrd 
.antis IW »n mat dc iii nc'e..n . o.pke car IklnerMk 
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(IMsir in .unkrmndrag of the key dilWarcev Mani the current Ihrucm 11Mm 
ry.wnvna cn....wnanr and one sy.sea which thin repiaa'd (hat-k, mks  ton the 'kw. 
Iio.Ltijn n.tcui l 

Kevicrv, wWenlad and aoowhdae 0a emmpomltrw m,eshkat.a., avu:wcc ausn...awl 
Rmedutkw « c which Yea ii. lied pry" lase o re nkruken I Appdta I fill 11. 
S'nwcca of Inf.whr

ic
sl.d kr•..n w he .Yb Mope at this sun haa.wng .m 'Wee pint, 

arcs. 

O Wait that It. heat perfattisod b e•mae the hatgn and tperalaw of key toot'.-. 
.etnaaa that nerd cud tramp• ON bbpdy of pnwoamg w;rw the Ikclnx, 
llN6-7( aanfon.. Ida Adh Sean 

O Welk that ha bea pnfi•ind to nw. for dessp td ,peralwa of kry t,aitt,d 
Mania• its asbd ad pat-wise he . ntcpny of negtalos with the DV I A third 

petty Mmn ad 
r 

Mangan IIN(i % ms mamam. 

o Invnhgalsnnedsllts Mlbasbam takm in regsax Riche lh.nalk tiding. of 
Xcnwl Sih', a aalid Y Yaw gPdied d.ument "PM n. \moor) .d Secmad sigh' 
a.wslaa' (r Appaia 1). 

• l id Jhwuwms wilt obtain amd•n of Your raft and .dint key it ad,odere n. ry a 
awed with Yea, to debver IS walk nWned abase: 

• Prvp.lt the lhlta.bk onlrad n flaw• 1141 bekw. 

• Alknd twice weekly meetings or cwdanec calk with Vow (Item I"n to nwpktn taw 
uppaah. axe' of rat ad the nuusserary wlMn can 1)hsnable. ad 

• la'cy sit ny owlet .ark'opined by Vine which I. nsaaahly nadrnRl to the .love 

You do not ecquec Ikbma to [mnMtl .w cc lad W. g aMy d `avrwe anal peefexned. n.. 
.peso .mitt adagor'y. wlhexrcy .• tn.tusisa, a M bbpky MS IHlnw 11N,. X p.ees.. . 
nsinawwnt Inc the kgay Ikeu.w syWn). 

As nga.awicwt rogusemae. arc dsausd,.imdini ad aped Mike,, we .ill „nitlnc The «lhleu.d 
cup ad luster kw wk week . u rY gasp Ord, prat.' n hat .sat .n Appedo :. Ana pan
.elk You aqVIR wb patina .d1 be aped Vd[e 'be.. tllapge lhe. paXttNa this mat mclu-l. 
his will .1 be Iniwd no 

• fohng not data held wnhm the syann saint had., h. a..en Ihw etatnplel «wlw.ar 
pn.n iy dawn M I ulna Him' he c.wm .d laisn,kfaeaws. 

• Actenusnl and p otiong of system audit trails. w . _ . tut :han olmma. of ,ad tca.ds in 
swuu brbwto.a. In the morn YroaUaW awe. 

• tnyuuy am.m and hang of rla.swe rd eaters of unit, syoen ad u.e. acertame testma.• 
the Ikatrom ItNG.X nxiwiwg emsmmasino doming w impknenrxww, 

• Mon detailed tn.idnx.M as to by wiped. of the isanal cordml nsmmment nMth 
operate user tlte.wnil Ikwuara IINta X pieeuurg nsircasnwnt which sate out in place or
.peswg 'sec the Sepaq Ike.... .yaem 

• I Indnst•nl the .sum nit estnl of msafan with .Alwl lb nit pens system.
nx. 11111 .nreg:.i, ..f dalatk,.r n. and I., en cotta n,•l lhcsc .a..n... and 

I'an. I.n I. 
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letting if Ryn.naca To themx lc concern. mad M .chit imkpendmc m,..t. 

I Ni rape of ow .en.cs ad any dehaenhk. will lx I mired .dely o. Inct  \avocet end Imoaabks 
set awl in this t'mmi..I We will male on, rope wmxwms ,, R.pai of aid roil nn cwudes say altar 
.spat 

(tar wM will be performed through a combinataw of drnk lend beaka of dot ta15'n. 
nrhubrwve e.wpu) al through third My pein sisted sack ice cv co . s sped baron you 
ad s 

Ii) (tar mp•aakilh 

h. prtormwg the Sen .Xa we w ill be mpe.wsAk Inc 

Vldeftnknlg the p.adae. in mn,an 4. prolate ow deluerablq and 

owhrmin0 the (actual rc"acy "tote repel with Yen 

\.sa apoe that .Yler than n set as in 4w Stvcn sauce I .  we will new Mudd or .ebvwaa W s 
ct,y S bfaaYw pas b s in the [airs of d, Smdr. Is pattwtin inks too
rsmsad by Vat do so, w wall a perpa a t►pulSa sy asses tratb t1a ha W ad 
•abOd s S dtalph fnpbiaxasba •d npmnlmW alkcilvsw of my ks,sl mmuk sit 

be hula pr.e•Itl vt'.mas 

t)s,mt all Yl fsIS by the taw awl rise wkrrMwntavatlaMo Whilst we soil repeat u.e lahthao 
k ameslbfls we V aped aopc of work haswa cawsakml the udartwwn peovtded to s b Oe 
..a of aagryla{ a M S.ntcn, adliftoal mWrrlwn that Y. may rewd as rvkvr to she 
that barn pawW 0 (ad thin fan ne cwnsnknM by).- AetostryN. .w I IehseraW$a) Soar 
amlk skso r M 1•Yld spin as bang a unprehcnaise in ark Ispata We otrp n. R pauslbrliy 
for e. r .sad by s omkwd In.m ,sac Ikliverib(•) now to the get.fa pawn of tsar work 
lm I.anSac ban You. 

In pstlmlbl, M fl  Oak w attain respo-t.. we silt A reliant L. the weµ'.) Mal tl.ee pipe then 
onto laafnl.w, ad is  ins ability h.. cornwswxc nit test sits we lute been ski t"y be limned by die 
SUMS b/aatin 

W Ed IS with You an\ dittwulta we enc.wnt" walls compNi.w nut work should ens 
1 -1  06L 

Yaw s , , , th•i Ya sit R.pnumble he establishing and Isinwnwg an allouvc .renal 
: ,ndr.d nsRsn it., Rdoce, the Im41t1•td tits Circe. .. mn.uetalaealics will .. td remain 

Jnated. hssnn, n dec. rail clntnme lot ponlMfiry. Not tng In are soft guarantee that mn 
n.eg.isaice will nn matte. nw is it deugmd to dated axis Mach a urn .v .my.I.M. ,Is.nW the' 

.caw. 

The npe of twit Senees ad Our re.pn.,Mlihn will in  mnvol.e w in petlinniag the waul 
taecaa a) he lie p.pw o/ pmidiry, .either shall we ptnmde. uy as•tn set as the telah.lny. 
pop, eoapMtm w ek.1 scwsy of any pits. bdgtk peapeiw or Scent ("PuW►vse 
Ilnnscul aikrns.ri) nor the .sombksst of the andndymg a.auu pua Sac. sty pnwpa'ine 
1111.1al Infornsio RMn la 1w face, a e►y be sheeted by sfare.ecn nnl. Actual .ast amt 
likely w be ddgacse ham hose ptyeetd became near, and cmnnm•r.es hcg.ndly .l, rwe u+uu a, 
asp. h.f. and don. ddkmces nay be material. 

a .w Is 
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ii b,uma mad ear nl be lirknue IMnrn4lm 

flit fines soil inn, iii the rep' . I the'lkinnabin'1 luucd by in will be agreed with Visa. It. 
eaam of rah IkhverMc is cipukd to be an eanaiye uuanary sad a wnnolb rape. as tollmn 

knadnm S•mnary 

• A mmmry alone nlryrann app,.h, wink pnnfmmed and,bawtdian. suitable her Ruled 
prcrnut4w nd dmwuada :n ihlr meeting .n 11:e 10 April :011 Imxng any key ,waunlnV 
p.:w.. .t •ppl•ahk. and ud•Fit I„ alit w,Ixxy of eases mtumprwwa mad the Iulflncnt .t 

:.um n M,a.!b:liile, lick:'.). 

Written Keen 

• e4:dmiaa :et.nfnm,ng lhee.nkil.ifpxn alpp:Mmnllalltllk knpfnfw.r\ pngw,ned 

• I iv, Afyw.aah .wtutiny; the promise. we hate d,yid i S deliver) ,.I .sir sums k. ih,e 
dcrunenn min w^ed and :he itd'ndnla we have ma,. ic,amd: 

I ndmmnlmg the II.nn.. II\G X Paa..mm I........ - bad on the ,kemsenkun 
provides! m u,, p^, le at oven ew-

o Xclag In the IeeSeal pmamma avinwnwn I tine 1.e4 m In, a dewvrpkn of 
ethnical make of the Ikevm IINI, X grin, anuanlg of, wham nhwnakn it 
p„v ides] 4. its 
• try aawfce relating In the prom aaag eiuella ani CO. ass at tap d Ilaatai (b 

tupild by lulituh). aluWut,t  the damp ad .Xwrann of d. S. frlpty 
protocols law Aides Strwel. 

• key main nIdmg an no nnw.wk aMhrha, nlemal and ecknul albmmt , 
IJiwam c.mpmot.. ha4,  l ate ungtiraat 

• key listen relate.  u: d. hnux). :n.IWit fist tiniest of at , ka,i asp. tin 
maitre of (kwemmg m,pndhhte, inn This sheet and ale he, crdaic~ l 
that Iknun I IM, X dclnnn.tinged h. the kgwy Il,rhna ay,km; d 

• key mpuuihslilim relating m to Carina npn.or of ih Mona ID/GX 
mcmun8 nvnmmem, including cheep c.nm,l .nunn ai••a/ math ayal~ 

ti twee'. (aaladaig ems han.11.ng pmadae., ( 'flow-op ad ma hick amaL 
user w.pp.at d •yams tto.mey, and anaane iespxiuhmlhka ear des key 
cisitrols 

hclring to rte Ili eabo•s1 en, tsaiccd to be a danpkm of the uagm 
anent of M Ham a ING'X symnn. .,wuta:ng ol, when mfomutaa n 

p wdd to e 
• •Jesunpnadb bpaa dIsmi da sperm and the phy.a.l envu.mnmts n: 

which IkwumINf1Xi_ __. iSX 
• he typo d teaact pm t by W Vow and, a a eeaw.abk k.cl. how 

the mlepity a1 ihcac tagadlaya i maliw
d
. 

Will ppl td. 
• lx,w role the d••.. ma y. Ste. n 1.b and aWl rccussCJisis'o 

p.aerw opinna•a and hem kalfl aSIa,- a w bedb 
• tlit aloe of key wabsn.d d air ad h e palms thin .e namxary 

stapled by users. rid 
• a.nuuny,:fihe aeg.rin oft alged detects in ikwina lINGX 

An A.ruwwc M.p ski,w wR dos snared Yea aaaaau which 'ion  lute Jaed with 
swami the sins ..I hey rid r.401 b dm bti/ty  dpfoen, mg that these ^we ,k,ul neJ n,
a.,um. 
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Mane,. hr t mwuJmtnw an •ne„aam or foe Awrraacc Nip m the conical of Your 

.,binton rd arglirlicra mince we save obnened dnng our w,A Ihid we,aimnwnd Y,w 

..naA+ Iwtet 

ten. Nh,%Iabk shuck! ix.l 'v c.griest.'ckired u, ,n quite.] a, any .seism ryrn. v.tep n, the .miw of 
.w ekkaec of to Alkgar:m ,n he sit.] w, an ..lists pwpna Nc draw 'i i is. mo:twni to iii.. S 

„ I the ca1.ad lessee of baine,t that a(. ::d the condition, under which the IkhtnaMn will be 
pit xkd to 1oa 

In thin it em tha You with u, hair sea Deliverable with chid panme., we iT.ay esenent to 'sate a crwre 
tedyecl is, in ram:ng'Ii4J hank.: uneruhinga on dcu eywuknll these p.Adwc, mwdt 
them that 

• the hicluaun to them will not crane ny duty. lamlm Iw repiaehbtlity whin eon m 
them m relations n, .w ❑rhsvnhk in any nl it, c nmmv, 

• the Ikli.enahk wa, tan seeped ha (hems 'lx iv with dem emir it ,t vas In mad, aid 

• Ihey slunk] keep ,w Deliverable anf'lm*d das ay Siaais W Dallaalahi,m 
sos c.0 au of fhem, to an thud parry without a epic •rye penrfa. 

We unJnaans Ihal III,. re adl:ety In, make np public annwmcnmmv which w,wd refer b ow 
sorts If In.. 'hats Ii change, hnwevet. Y,w agree tN Ymw will na make any ...h puMh, 
astsisuu,easwtsitsl  this male, eeicnmg to Ikbttie 'row  wick In a s Way Wdtxwt providing pie 
mwfwauw .,1 the w.wling it .y puhla nmuicement tom and w thn., ow, parlor saran cen end to 
au.h w,wJmw a.,h osnwm sill not le wnhhekI unreasonably. 

('Iknl la c. p. .dnmva ad tsa. mlw ma 

Ii) ('heal Nnpasabihiies 

In outin a with IM piwi Wa .d the \Qvicee, we Rfa YM W elms lot list nekwd Kenn. of 
Ilurnn, firm• c,nrllm 1',w tnpanoMlit) (use the powfifa of iahernaan and ,ln'iawm.m.king :n 
uatn,sraisssu with de Service. we am m pm, de a additn•, ma delivery of slit Sen:.e, n Jcledcn 
'spun Y war.. mplelnw of the foll,.wmc 

a \':w skeins ledge us slur Ids our peil.amance of M Sanka u depended flip rte trmeh and 
ellectu'e i.vmpleiaon .J 1,sir own a.u,nsa aid nagaapMhnn in e.nmmia.n with the 
eog•g.,ncm, a, sells. l:meah deci,ana art appaval l by You. 

• 1,w agree up iak:ng uvnlnbk wus•Il nfematfan Ya deem kktet u, dm, review. 

Yta •pw as pent ding Ilnwch attest to mks•m pw.donel In oases run a Iii obtain Wffcira 
mkitwilWa as tafowm our tadentading and report. 

• I kiss wee olbawir tta. ed, Ye apab unryeg M all as y with thnl pale: 

Vets apya 10 prordig a adia.ed paid of cnarat his. m dnaglawl to wick. 

• Viii agree In p inns& a ma fu out kern sits 'stun neap (sloe, I. lalnw.lk. J royetrd. 
a 14811d Slmet. laaskn. will 

• V mw agree 1" flan the iklnm•ble we pmae to You In dttanme to most appmrmre emrtm 
d W. In Y. 

I',re it .4 Il 
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Visa a.(nr,wkdpc aW agree That our pnlayu.c of the %eau•, ., depnnka ,a, tie llnwl a...l 
e1lai.ve c.nry,klnn at Your „wn act  al n.pn,M.ldt, ,n connection with M,a mppclrcnr 
u well a. timely decn.n. li d.p1wink by Y•.. 

the mlawrvMh, e. wt ,n. atone tad ton. milled h Sate I of d. Ivan nr ftw.rcs. .~~ 
4 iell.r ietrrre.l4, .n Ili, l,nnal as de'C7kal —_ 

(hl Amaaplus 

11w Yn,vn, (tarp, la, tel ,na In 4alnrl 4 hell.*) yid OWAIC" at heist upn the k,Igm,o. 
n.un.pin, npau.d«.n. amt InhrnW.m ,uppi,nl h/ You ('Aysplan") 

• R.... IIN(i.X ., a6, bits. a. Ihonn (tnlne at V. apnirkn We .ill 'eke I, ,M 
In.ca,.ng .n,n,nnnnl a. h,,.r.,., 1I)1(1-h hrougl•ap ca wab. la ,y.em which lb. ,... 

I IN(,-X reykccd w,ll be refcnd to u'tl. kgacy Ilama •illy'. 

• (holy Mal relating m, ,h. Iknn,m NM, X p..eamg mvnanenr wJ1 he onnJrn1 hr, .ii 
lows We will sal vnn.der any nkn,Wun rdalin, 4, Ike kgap II.a,eat isms, with d. 
eaceflnn „f dud nttc,w) he to, in o'Mau, an ,vdenLalali of icy fadumnr.nl. (hat Ihr 
1h',.. IINt I-k JelnveJ when It w•. nnpkmcmrd. 

• Delon a will not pmdc • kgd or nay other tgnan a my pant 11w111o1 the work. 

• Ili wdllcan, .nrU,.Wun it available on a lintel) hrv, ..gamboge Ik ,cop of SC,, we, a, 
fkhverdd.+ ha in w be ahk mi cony tail I. work. 

• lhaI all pell..enl mhwnWi,c, relying h. 0. moue ,d the Allllalan, spur« You ha, tai 
pmv,ded In u, well Main we arc lull ante oh the detail of Ike Alkg«. n., 

• Unkv ,•Iwwae wu.,.rnl. ,al titian. doll mill' lute m. duwct Conrad silk any Iliad pa, 
other tan nerved /ulna ,mots Illy V. ptu.de w in. 

• The hdndah wv tiny ,eel In havdrw will a •vnlahk In or, (of .ul4.e.e ",.c (i i 
pelk,rm I. wick d.o in the l.r.d M era amen aW Mad pot.. cat be 'tails d .or 
lamely ac.. by You In iUlnnl tunhcr nlrmaua, should Mu be ra ia4d. 

• Ikl.in. wIll n., ,tiny ,a es a„y inl.,rmds.n pnwxkd dinrtly by You, a .directly by dwrd 
pow, m You. 

• Dcknnc will skp( a Ilia limited appn.dl b on, wait. npenlln6 to Icy mik,ha• don,
dependent tit ,n the al., o1 ,w s (anal aW the tulhbnnl od Yon ,wpm,Mln'q a)'.. 
WA 

• Iklokw w'0 not leskw any r•apalad pb.i.h,n. i, place henna. Yn, and dutil pa.,. 

Irl (1f.sle•ayeb 

We and nu•nd Mal R.dr. Wdhsy, L 1. lawyer, will be Yow, nvnnmW prim cat .+macl n 
flu, ,ry.el. fn .nhrmatnn a.d lia. 111.1011 he c,q.ed hi he1,nJa emite 

roe, u n 
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4 (her(►nr1n 

We .111 bane ,ail .booed car the ado.' tinw and n,aerula ,awed, phn ulo4.p ckcl eapemc. anti 
app(nahk ,allue added In lh. tolling rate. w• w,ll apply nw.h Ihow d p v.Ian spec W nl chary 
., a r which we hair pnhanwd to. Y. In 2011. 

estimate dm Ia Pn l wet will take II ,My. of wn.a time I,. dell tee To pnwnk italic amid) 
-e ,at fees, we will cap one Lit (a ha Pant I work .1 £50 Ida) (pm VAT and owl ,d Acker 

w,l t'hygea Ir suit dn. under • ('lunge (kilt, .Jl he aced a to ,ye card below In 
cap for, to low I w,IMI unlw.Urwn. coa4 

crud. __ AMawy_"A.
Psi £630 

Ohm £540 

tienler LIDO 

Ma L400 

henna ('Dacha{ £310 
('nw.un. Liu 
Anal d £145 

It during to .retie „I as eat, a Cyr (lit , • and (pr mcdluy .pec,alla wevae 
mw graded ,• M,. tordmet hids1YYd. g/gs•y bIheff Is a.dnWA.tole will be niasas 
lehn ny e.pe dma a isiand. 

1 item. .1 Bali W Lhk P n•h/ar 

I le veined 1 crnt of 0uwnev fay W Iaatp.i psi of the Contract between n and Your atenhun o 
drawn to then You agree it., ter the pypar 01 ch ine n ,d Ile lam, .k litanies, ,we aagereae 
lah,hly •Wry Iron. it I., an, way In coeiwrinm with the hen Ice, .all nit .,aged t 7.0 tml 

S V•r1YMe 

If V.... N nl b npyl a lnmrnmend any Inia.n, m,ddicm.m Cr mi.r change In the Sees.., 
a pabr....er ,•q•fud radar Mk Contract we each apm in folks to chmge ',mil poceaun 
dc.crtwd a, Appydit 2 

Page a .4 II 
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.ww.INn.n sad enle.ne 

N e gy.nlac 'Inc .gAvuney In he al wske w ,u sail dui hv*MJ ti. xsAme with You sit his 
angnnknl You v.nheaw.uad the! it will tease ..a ckw antnn 

If. lus.a considered the pmsinen of this ('.nine, You onkludc that tin ue nasonebk in the 
cowlnt d all the futon heSms to one proposed tpparhmeml end You with to aagsje m m those 
icon.. pk.w In m love Your wnnm unreawel is now anarpenemI by .pimp end rrlt nrp I. os 
Ilw m tmd...p. ..f thin kite. 

IT G ~ 

_._ 

1 
1
1

._._._._._._._._._._ 

RO
11dwus 1.1.P 

P...1 . ),lice 11.1 akren u. ski .ppwntne.h ..1 Ilel...tle I1 1' ... sail •.bjs le IM ter. d tl. 
1 .nu«.. •.hit 1....e. .I. ..1.1 ... u..n.. 

SwrJ: LI G I \O i 

I July .thorned In ad Ir

I

U of Pte Office

d No Pro ne h V' • (.• G. G I 
II

k P.nm.w Nt ew1~. ww yJl. 

Dint 25/4' 2014-' 
klselr.ru 
Appcelh. l Sonata .f lnh.mutiw 
App.endn I - Cite Conm.l h.cNuv 
Append.' I Tanplalc (he.p linden 
APcnl.. 4 I)ehnec I I P 1 miss w1 flo enn (lnaak.np ed Adsiwry Sa'..onv 
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Em"CWi1et tenth DA'I'EU APRs 2014 
%0UR1'I.ti1W INFORMATION 

For Put I wont, we will ow the rulh•w.. •nnces .f mhvmrnn wh.h bare hen. Inwnkd by Y.0 

I. •llan.a (art Audit P1say.i which outlines h..'. Il.nnon IIM• S has heat Jswp.N k. 

u• 
2 'Tito Felfk-  whch.bl• with Mm loll uses Ihanw IlNG.% in tic bush ncw.vt, 
1 'fleu:righw of Fojdwfs System ..1 Ii Ltost. ywc Sconce. upp+enp Post 011k. 

Litewdl MN SAP will IIN(i.% .pl•I..u.,n: whisk ..min. the a•.nu.mtm .n which 
Ilonwr appra. 

4. 1sbk of to defkwrky thnni' whn.h outlaws areas that osdencr wane of the allesaouu 
the Ronan HN(i-S n.klk ear, 

5 'P II Su.nmaly ..f Second Sight .. v uwlws' winch 11 u. normal Pt tn1 . sum.t? 1d the 
mnohc.allot Ili soon IMIY% nefnnny ... Ivn'• 64 u. 010.I Sc.. ad Sidle'• July 
POIt Kc.'n 

6 huptus , rnpnw.m the "I ..al Suywrsw ' I l lleech anlnly, 
7. Fujitsu I_nspww son tic 'Rcc.tps Payment,' b1 Un..sh an.wWy. 
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